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Note: (a) All questions are compulsory.

for solving problems

Q.No Question %, 2 | CO Marks

Q1 If Alice uses P = 47 and G = 2, with private key a=23, while Bob uses | [CO-3] | 5
private key b =31, calculate the public keys and shared.secret key, and
then check if they match with another example wheféAlice uses =10
and Bob uses b=15. #

Q2 [cOo-3] |5
Q3 [co-4] | 5
Q4 Calculate the number of distin [CO-4] | 5

SHA-1, which produces a
s

P g i

Q5 | Consider an HMAC algorithm that combines a 256-bit key with a | [CO-4] | 5
_| message of 512 bits, If the final output is a 256-bit HMAC, what is the
maximum nyumber of possible distinct HMAC values for the given

message?
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