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ABSTRACT

The Wireless mesh networks guarantee modest internet access, simple deployment, and
extended range. In their present structure, however, these networks experience the ill effects of
both limited throughput and high redundancy; hence they cannot fulfill the needs of applications
such as file sharing and high definition video. Spurred by these problems, we explore an

alternative design that addresses these challenges.

Message broadcasting is a basic function in wireless Ad-hoc network in which a node passes on
a message to all neighbors thus causing redundant broadeast which is called as Broadcast storm
Problem in which every node will be obligated to re-broadcast the data packet every time it gets
the data packet thus causing redundancy. In this way, the number of forwarding nodes is utilized
as the cost criterion for propagation. Instead of routers just storing and forwarding received
packets, they mix (or code) packets’ content before forwarding. We have developed few
algorithms; each discloses a diverse advantage of our network coded design. Prior work on
network coding focuses on multicast traffic. This thesis aims to bridge theory with practice by
addressing the common issues faced in the integration of network coding in the current network

stack .

The contributions of this dissertation are multifold. This dissertation presents an algorithm along
with network coding concept that uses 1-Hop nodes to cover entire 2-Hop nodes utilizing 2-hop
region information to decrease repetitive communicates. Simulation results of applying this
algorithm demonstrate performance improvements. Now a day the scientists are acquainting the
idea of Network coding to neighbour topology aware protocols that beats the excess number of
broadcast by XOR of data packets. We have made an endeavor to seek out the network coding
gain. We've shown simulation, implementation and breakdown of result in warious

circumstances.

Secondly, another proposed algorithm uses bit addresses to where every node is distinguished by
bit value ‘1’ in an address bit vector. Distinguishing packets and processing the network coding

of packets can be effectively done utilizing address bit vectors. This algorithm also

vil



acknowledges redundancy with total number of coded packets sent with respect to actual number
of nodes present in the system. To carry out work in similar direction, Network Coding
Algorithm also on integrating with the AODV protocol provides redundancy proficient system as
compared to the old Network coding scheme since less number of average transmissions are
required per node. The enhancement in the performance of the proposed AODV integrated
Network coding scheme over the traditional Network coding scheme increases with increase in
density. Hence a basic alteration of discovering a reduced sub-graph from the first original sub-
graph utilizing AODV routing scheme can enhance the execution of Network Coding to an

awesome degree .

At the same time, to achieve lesser redundancy in terms of achieving less number of forwarding
nodes for retransmission uses the concept of degree of incoming traffic and outgoing traffic of a
node along with link bandwidth when integrated with probabilistic based Network coding
provides result to awesome degree. SET Partition theory based algarithm when integrated with
Network Coding approach distinguishes and comprises nodes based on the fact of bundles of
different network coded reduces the Number of Forwarding nodes for retransmission in contrast
to actual number of nodes. Simultaneously, the design maintains desirable properties such as

being distributed, implementable, and little complexity with the rest of the network stack.

viii



Table of Contents

PAGE NO.
DECLARATION il
SUPERVISOR’S CERTIFICATE iii
ACKNOWLEDGEMENTS iv
ABSTRACT vii
LIST OF TABLES xi
LIST OF FIGURES Xiv
1. INTRODUCTION 1-14
1.1. Advantages and disadvantages in wireless communication 5
networks
1.2 Broadcast Storm Problem

3
1.2.1 Examination on Redundant Rebroadcasts 3
1.2.2 Examination on Contention 4
1.2.3 Investigation on Collision 4

1.3 Introduction -Network Coding 6

1.4 Issues in Adhoc Network Using Network Coding 7

1.5 Design Principles 8

1.6 Quasi Global and Total Global Protocol 9
1.7 Cluster & Dominating Sets Theory 10
1.8 Problem Statement 13
1.9 Outline of the Thesis 14
2, LITERATURE REVIEW 15-28
3. REDUCING THE NUMBER OF FORWARD NODES FROM 1-HOP 29.61
NODES TO COVER 2-HOP NODES WITH NETWORK CODING
3.1 Introduction 29
_ a1
3.2 Proposed Algorithm
3.2.1 Proposed Algorithm - BSP-NC-ALGO-1 34
3.2.2 Proposed Algorithm - BSP-NC-ALGO-2 35
3.2.3. Proposed Algorithm - BSP-NC-ALGO-3 36
3.3. Experiment and Results 37
3.3.1 Results BSP-NC-ALGO-1 37
3.3.2 Results BSP-NC-ALGO-2 39
3.3.3 Results BSP-NC-ALGO-3 41
3.3.4 Comparative Analysis 42
3.3.5 Results BSP-NC-ALGO-4 55
3.4. Summary and Discussion 61

4. ADDRESS BIT VECTOR & NETWORK TOMOGRAPHY 62-95

ix



INTEGRATED NETWORK CODING SCHEME IN WIRELESS
NETWORK

4.1 Introduction

4.2 System Model

4.3 Algorithm Design

4.4 Algorithm1: Network Coding at Nodes
4.5 Algorithm 2: Decoding at Relay Nodes
4.6 Experiment and Results

4.7 Summary and Discussion
5. IMPROVING THE AVERAGE NUMBER OF NETWORK CODED

TRANSMISSION IN AODV ROUTING PROTOCOL WITH NETWORK

CODING SCHEME
5.1. Introduction
5.2. Proposed Algorithm
5.3. Experiment and Results
5.4. Summary and Discussion
6. CONCLUSION AND FUTURE SCOPE
6.1. Conclusion
6.2, Future Scope
7. REFERENCES
8. LIST OF PUBLICATIONS
9. RESPONSE TO REVIEWERS
List of Tables

Table No. Title

Table 2.1 Neighbour reception table of node e

Table 2.2 Transmission table of node e using coding and directional
antennas

Table 3.1 XOR operation between m1 and m2

Table 3.2 Simulation Environment

Table 3.3 1-hop and 2-hop neighbor-hood information for Figure 3.4
network

Table 3.4  Result of BSP-NC-ALGO-1

Table 3.5 Result of BSP-NC-ALGO-2

Table 3.6 Result of BSP-NC-ALGO-3

Comparison of old BSP subtracting schemes with BSP-NC-

ALGO-1

Number of Nodes vs. Number of Forwarding Nodes keeping

transmitter range as 20 using BSP-NC-ALGO-1

Table 3.9  Number of Nodes vs. Number of Forwarding Nodes keeping

Table 3.7

Table 3.8

X

62

63

64
65
66
68
95

96-109

96
98
100
109

110-111

110
112

113-118

119

120-122

Page No.

19
20

30
32

34

35
36

37

38
40



Table 3.10

Table 3.11

Table 3.12

Table 3.13

Table 3.14

Table 3.15

Table 3.16

Table 3.17

Table 3.18

Table 3.19

Table 3.20

Table 3.21

Table 3.22

Table 3.23

Table 3.24

Table 3.25

Table 3.26

Table 3.27

Table 4.1

Table 4.2

Table 4.3

Table 4.4
Table 4.5

transmitter range as 20 using BSP-NC-ALGO-2

Number of Nodes vs. Number of Forwarding Nodes keeping
transmitter range as 20 using BSP-NC-ALGO-3

: Comparison of BSP-NC-ALGO-1, 2 & 3 keeping transmitter
range as 20

Number of Nodes vs. Number of Forwarding Nodes keeping
transmitter range as 25 using BSP-NC-ALGO-1

Number of Nodes vs. Number of Forwarding Nodes keeping
transmitter range as 25 using BSP-NC-ALGO-2

Number of Nodes vs. Number of Forwarding Nodes keeping
transmitter range as 25 using BSP-NC-ALGO-3

Comparison of BSP-NC-ALGO-1, 2 & 3 based on keeping
transmitter range as 25

Number of Nodes vs. Number of Forwarding Nodes keeping
Average Node degree as 5 using BSP-NC-ALGO-1

Number of Nodes vs. Number of Forwarding Nodes keeping
Average Node degree as 5 using BSP-NC-ALGO-2

Number of Nodes vs. Number of Forwarding Nodes keeping
Average Node degree as 5 using BSP-NC-ALGO-3

Comparison of BSP-NC-ALGO-1, 2 & 3 based on keeping
Average Node degree as 5

Number of Nodes vs. Number of Forwarding Nodes keeping
Average Node degree as 10 using BSP-NC-ALGO-1

Number of Nodes vs. Number of Forwarding Nodes keeping
Average Node degree as 10 using BSP-NC-ALGO-2

Number of Nodes vs. Number of Forwarding Nodes keeping
Average Node degree as 10 using BSP-NC-ALGO-3
Comparison of BSP-NC-ALGO-1, 2 & 3 keeping Average Node
degree as 10

Number of Nodes vs. Number of Forwarding Nodes keeping
transmitter range as 20 using BSP-NC-ALGO-4

Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping transmitter
range as 20

Number of Nodes vs. Number of Forwarding Nodes keeping
transmitter range as 25 using BSP-NC-ALGO-4

Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping transmitter
range as 25

Simulation Results- Network with Ten nodes using BSP-NC-
ALGO -5

Simulation Results- Network with Fifteen nodes using BSP-NC-
ALGO-5

Simulation Results- Network with Twenty nodes using BSP-NC-
ALOGO-5

Total number of packets sent with respect to number of nodes
using BSP-NC-ALGO-5

Percentage of packets sent with respect to number of nodes using

xi

41

42

43

46

47

48

49

50

51

52

53

54

56

57

58

59

69

70

72

73
74



Table 4.6
Table 4.7
Table 4.8

Table 4.9

Table 4.10

Table 4.11

Table 4.12

Table 4.13

Table 4.14

Table 4.15

Table 4.16

Table 4.17

Table 4.18
Table 5.1

Table 5.2

Table 5.3

Table 5.4
Table 5.5
Table 5.6

BSP-NC-ALGO-5

Number of Nodes V/s. Number of Forwarding Nodes keeping
transmitter range as 20 using BSP-NC-ALGO-5

Comparison of BSP-NC-ALGO-1,2,3,4 &5

“Percentage Loss Probability ‘p’™” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=1; i=1
“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=2; i=1
“Percentage Loss Probability “p*” Vs, “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=4; i=1
“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=8,; i=1
“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; i=1;
M=1,2,4 & 8

“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=1; i=2
“Percentage Loss Probability ‘p’” Vs, “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=2; i=2
“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET™ using BSP-NC-ALGO-6; M=4, i=2
“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=8; i=2
“Percentage Loss Probability ‘p’” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6; M=1, 2, 4
& 8; i=2

Comparison of BSP-NC-ALGO-1, 2,3,4,5 & 6

“Average Transmission per Node vs. Forwarding Factor” using
Traditional Network Coding Scheme

“Average Number of Transmissions per Node vs. Forwarding
Factor” using BSP-NC-ALGO-7

Comparison of Traditional Network Coding Scheme and BSP-
NC-ALGO-7 based on “Average Number of Transmissions per
Node vs. Forwarding Factor”

Number of Nodes vs. Number of Forwarding Nodes using BSP-
NC-ALGO-7

Comparison of BSP-NC-ALGO-(1-7)

Comparison of Previous BSP subtracting schemes and BSP-NC-
ALGO-(1-7)

xii

75
76
79

80

82

83

85

86

88

89

91

92

101

102

104

105
106
108



Figure No.

Figure No
Figure No
Figure No

Figure No. 1.4 (a)
Figure No. 1.4 (b)

Figure No
Figure No

Figure No

Figure No
Figure No

Figure No
Figure No

.11
.12
.1.3

1.5
L2.

L2.2

.23
.24

.25
.2.6

List of Figures

Title

Flooding in MANET

Butterfly Network; Source S, and S: multicast m; and m; to
both receivers

Single source multicast network

A sample network: (w, v, u) forms a CDS and (v,u) forms
an ECDS

Another sample: (v,u,x) forms an EWCDS.

Cluster formation using lowest 1D clustering algorithm
Cluster-head based broadcast algorithm

Removal of node “u” will not eliminate all paths between
nodes “x” and “y”.

Failure of dominant pruning algorithm

A sample network

5 Tlustration for finding all possible set of spanning tree
for a given graph

Throughput gain using COPE

Xiii

Page
No.

11

11
12
16

16

17
19

21
23



Figure No.
Figure Na.
Figure No.

Figure No
Figure No
Figure No
Figure No

Figure No.
Figure No.

Figure No.
Figure No.
Figure Nao.

Figure No.
Figure No.
Figure No.
Figure No.
Figure No.
Figure No.
Figure No.

Figure Nao.

Figure No.

Figure Nao.

Figure Nao.

Figure No.

Figure No.

2.7
2.8
29
.2.10
.2.11
.2.12
.2.13
3.1

3.2

3.3
3.4
3.5

3.6

3.7

3.8

3.9

3.10

3.11

3.12

313

3.14

3.15

3.16

3.17

3.18

Traditional Broadcasting Approach

Digital Network Coding

Analog Netwok Coding

Next-hops of packets in B's queue

Bad Network coding Decision

Improved Network coding Determination

Best Network coding Determination

Flooding in MANET

Butterfly Network; Source S, and S; multicast m, and m; to
both receivers

Elimination of neighbor node E and F from the list of Node
Al

Network of twelve nodes with node 6 as source node
Comparison of old BSP subtracting schemes with BSP-
NC-ALGO-1

Number of Nodes vs. Number of Forwarding Nodes
keeping transmitter range as 20 using BSP-NC-ALGO-1
Number of Nodes vs. Number of Forwarding Nodes
keeping transmitter range as 20 using BSP-NC-ALGO-2
Number of Nodes wvs. Number of Forwarding Nodes
keeping transmitter range as 20 using BSP-NC-ALGO-3
Comparison of BSP-NC-ALGO-1, 2 & 3 keeping
transmitter range as 20

Number of Nodes Vs, Number of Forwarding Nodes
keeping transmitter range as 25 using BSP-NC-ALGO-1
Number of Nodes wvs. Number of Forwarding Nodes
keeping transmitter range as 25 using BSP-NC-ALGO-2
Number of Nodes Vs. Number of Forwarding Nodes
keeping transmitter range as 25 using BSP-NC-ALGO-3
Comparison of BSP-NC-ALGO-1, 2 & 3 keeping
transmitter range as 25

Number of Nodes vs. Number of Forwarding Nodes
keeping Average Node degree as 5 using BSP-NC-ALGO-
1

Number of Nodes wvs. Number of Forwarding Nodes
keeping Average Node degree as 5 using BSP-NC-ALGO-
2

Number of Nodes wvs. Number of Forwarding Nodes
keeping Average Node degree as 5 using BSP-NC-ALGO-
3

Comparison of BSP-NC-ALGO-1, 2 & 3 based on keeping
Average Node degree as 5

Number of Nodes wvs. Number of Forwarding Nodes
keeping Average Node degree as 10 using BSP-NC-
ALGO-1

Xiv

23
24
24
25
26
27
28
30

31

32
33
38

39

40

41

42

A4

45

47

49

50

51



Figure No.

Figure No.

Figure No.
Figure No.
Figure No.
Figure No.

Figure Na.

Figure No.
Figure No.
Figure Nao.
Figure No.
Figure No.
Figure No.
Figure No.
Figure No.
Figure No.

Figure No
Figure No
Figure No

Figure No
Figure No
Figure No

Figure Nao.

Figure No.

Figure No.

Figure Nao.

3.19

3.20

3.21

3.22

3.23

3.24

3.25

4.1
4.2
4.3
4.4
4.5
4.6
4.7
4.8
4.9

.4.10
.4.11
.4.12

.4.13
L4414
. 415

4,16

4.17

4.18

4,19

Number of Nodes Vs. Number of Forwarding Nodes
keeping Average Node degree as 10 using BSP-NC-
ALGO-2

Number of Nodes vs. Number of Forwarding Nodes
keeping Average Node degree as 10 using BSP-NC-
ALGO-3

Comparison of BSP-NC-ALGO-1, 2 & 3 keeping Average
Node degree as 10

Number of Nodes wvs. Number of Forwarding Nodes
keeping transmitter range as 20 using BSP-NC-ALGO-4
Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping
transmitter range as 20

Number of Nodes vs. Number of Forwarding Nodes
keeping transmitter range as 25 using BSP-NC-ALGO-4
Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping
transmitter range as 25

Network Coding using XOR Operator

Binary coding of addresses

Wireless network

Network with Ten nodes

Network with Fifteen nodes

Comparison of improvement in request completed
Simulation Results- Network with Ten nodes

Simulation Results- Network with Fifteen nodes
Simulation Results- Network with Twenty nodes

Total number of packets sent with respect to number of
nodes

Percentage of packets sent with respect to number of nodes
Number of Nodes V/s. Number of Forwarding MNodes
keeping transmitter range as 20 using BSP-NC-ALGO-5
Comparative analysis BSP-NC-ALGO-(1-5)

Network with 2 Source, 7 leaf and 5 Intermediate nodes
Hlustration of Algorithm

“Percentage Loss Probability ‘p™” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=1;i=1

“Percentage Loss Probability ‘p*” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=2;i=1

“Percentage Loss Probability ‘p™” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=4; i=1

“Percentage Loss Probability ‘p™ Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=8; i=1

xv

52

53

54

56

58

59

60
63
G4
66
68
68
69
70
71
72

73
74
75

76
77
78

80

81

83

84



Figure No.

Figure Nao.

Figure Na.

Figure No.

Figure Na.

Figure Na.
Figure No.
Figure Nao.

Figure No.

Figure No.

Figure No.

Figure No.
Figure No.
Figure No.

4.20

4.21

4,22

4.23

4.24

4.25
4.26
5.1

5.2

5.3

5.4

5.5
5.6
5.7

Comparative analysis of BSP-NC-ALGO for i=1 & M=1,
2,488

“Percentage Loss Probability ‘p™ Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=1; i=2

“Percentage Loss Probability ‘p™” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=2; i=2

“Percentage Loss Probability ‘p™” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=4; i=2

“Percentage Loss Probability ‘p™” Vs. “Percentage Wrong
Inference of topology SET” using BSP-NC-ALGO-6;
M=8; i=2

Comparative analysis of BSP-NC-ALGO for i=2 & M=1,
2,48&8

Comparison of BSP-NC-ALGO-(1-6)

Multicast network (a) Butterfly network (b) Multicast
scenario without NC (c) Multicast scenario along with NC
“Average Number of Transmissions per Node wvs.
Forwarding Factor” using Traditional Network Coding
Scheme

“Average Number of Transmissions per Node wvs.
Forwarding Factor” using BSP-NC-ALGO-7

Comparison of Traditional Network Coding Scheme and
BSP-NC-ALGO-7 based on “Average Number of
Transmissions per Node vs. Forwarding Factor”

Number of Forwarding Nodes required for Network
Coding vs. Number of Nodes using BSP-NC-ALGO-7
Comparison of BSP-NC-ALGO-(1-7)

Comparison of Previous BSP subtracting schemes and

BSP-NC-ALGO-(1-7)

xvi

86

a7

89

90

92

93
95
58

102

103

105

107
107

109



CHAPTER 1

INTRODUCTION

A mobile ad hoc network (MANET) is a set of versatile hubs that are powerfully and
subjectively situated in such a way, that the interconnections between hubs are equipped for
changing on a persistent premise. 5o as to encourage correspondence inside the system, a
directing convention is utilized to find routes between hubs. The critical objective of such a
specially appointed system directing convention is right & productive route foundation between
a couple of hubs with the goal that messages might be conveyed in an opportune way. Route

development ought to be finished with a minimum overhead & bandwidth utilization.

Wireless systems can be sorted into infrastructure and infrastructure-less dependent on the
system arrangement and design. Versatile Ad-hoc Networks are foundation less systems with
self-arranging property having a dynamic topology where hubs are allowed to move toward any
path, because of this topological changes there are expanded odds of connection breaks in the
system offering ascend to path failures and route disclosures. So as to find routes, hubs
communicate course demand parcels (o its neighbor, which thusly rebroadcast the bundles to
their neighbors until they achieve the goal. This procedure start’s Broadcast Storm Problem.
Broadcasting assumes an unmistakable job for route revelations in MANET's since a large
portion of the directing conventions utilize broadcasting strategies for route disclosures. Albeit
numerous strategies have been proposed to address the issue of broadcast storms, they require
extra occasional area reference points or don't tastefully decrease transmission repetition in high

density conditions.



1.1 Advantages and disadvantages in wireless communication networks

One principle favorable position to a decentralized system is that they are ordinarily more
powerful than centralized systems due to the multi-hop style in which data is transferred. For
instance, in the cell arrange setting, a drop in inclusion happens if a base station quits working,
anyway the possibility of a solitary purpose of disappointment in a MANET is diminished
fundamentally since the data can take numerous routes. Since the MANET engineering develops
with time it can possibly resolve issues, for example, disengagement from the system. Further
points of interest of MANETS over systems with a fixed topology incorporate versatility and

lower organization costs,

With these positives pursue some conspicuous disadvantages in system execution. Since network
topology concludes interference & thus connectivity, mobility prototype of machines within
network will bang on the performance of the network, probably resulting in increased delay and
finally allocation of network resources. The Traffic Types in the Ad Hoc Networks

Peer to peer: correspondence between two hubs in a similar territory, that implies which are
inside one jump.

Dynamic traffic: when the hubs are movie dynamically around & afterward the routers must be
remade.

Remote to Remote: Communication between two hubs past a single hop, however keep up a

steady route between them.

Ad-hoc routing protocols can be categorized as into two types; “proactive” or “On Demand
(reactive)”. Proactive conventions demand hubs in a remote specially appointed system to
monitor routes to every single possible destination. This is significant in light of the fact that, at
whatever point a bundle solicitation to be sent, the routes in advance recognized and can be
utilized straight away. At whatever point there's adjustment in the topology, it will be scattered
all through the whole system. On-request (reactive) conventions will construct the courses when
required by the source hub, all together for the system topology to be identified as required (on-
request). At the point when a hub needs to send parcels to destinations however have no routes to

the goal, it will begin a route recognition process inside the system. At the point when a route is

2



remembered, it will be supported by a route maintenance procedure until the goal winds up
inaccessible or till the route isn't needed any longer. Proactive conventions include the advantage
that new correspondences with arbitrary destinations experience minimal delay, but experience
the drawback of overhead to bring up to date routing information at every nodes. To defeat with
this impediment, responsive conventions take on the contrary technique by finding route to a
goal just when required. Receptive conventions routinely use less data transmission contrasted

with proactive conventions.

1.2 Broadcast Storm Problem

A straight-forward way to deal with message communication is by flooding. A host, on
accepting a communicate message, has the commitment to rebroadcast the message .
Unmistakably, this outlays ‘n" transmissions in a system of it has. In a CSMA / CA organize,

downsides of flooding comprise:

Repetitive rebroadcasts: A portable host chooses to rebroadcast a communicate message to

neighbors, every one of its neighbors as of now have the message.

Contention: After a versatile host communicates a message, if a considerable lot of its
neighbors choose to rebroadcast the message , these transmissions may seriously contend with

one another.

Collision: On account of the inadequacy of backoff system, absence of RTS / CTS discourse, &

CD, collisions are expected to occur & cause more harm.

1.2.1 Examination on Redundant Rebroadcasts

The accompanying investigation demonstrates that rebroadcasts are very exorbitant and ought
to be utilized with alert. Think about the straightforward situation where node A sends a message
& host B chooses to  rebroadcast the message . Let 54 & Sg signify the circle regions secured
by A's & B's ransmissions, separately. The extra territory that can profit by B's rebroadcast is Sp.
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1.2.2. Examination on Contention

To address conflict issue, consider the circumstance where node A transmits a message & there
are ‘n’ nodes to hear that message. In the event that every one of these hosts endeavor to

rebroadcast the message , dispute may happen in light of the fact that at least two host around
A are probably going to be close and in this way fight with one another on the remote medium.
How about we investigate the less complex instance of n = 2. Let node B & C be the two
receivers node. Let B arbitrarily situate at A’s transmission range. With the end goal for C to

battle with B, it must situate in the region S,.g. 5o the likelihood of dispute is | 5a4.e |/ nre,
1.2.3. Investigation on Collision

Consider the situation where a few neighbor has hear a communicated from host X. There are a
few purposes behind impacts to happen. To begin with, if the encompassing mechanism of X has
been tranquil for enough long, every one of X's neighbors may have passed their backoff
systems. In this manner, subsequent to hearing the communicate message (and having passed the
DIFS time frame), they may all begin rebroadcasting at around a similar time. Second, when
impact happens, without collision detection (CD), a host will continue transmitting the bundle
regardless of whether some of previous bits have been distorted. Furthermore, the more drawn
out the bundle is, the more the waste. Message broadcasting is a vital function in wireless Ad-
hoc network in which a node passes on a message “m” to every neighbor thus cause redundant
broadcast which is termed as Broadcast storm Problem where every node will be obligated to re-
broadcast data packet each time it gets the packet [1][2] . In MANETS, flooding of messages

will bring about numerous repetitive correspondences.

Figure 1.1 demonstrates a topology of a MANET. At the point, node “u” broadcasts the packet,
node “v” & node “w” receives the packet, At that point, node *v” & node “w"” will re-broadcast
the packet to each-other. Misleadingly the 2 (two) communications may bring thoughtful

broadcast storm problem, where these redundant packet cause collision & contention.



RO

u
=
On
-
x

Figure 1.1: Flooding in MANET

In figure 1.2, Bits my and m; need to be transferred to both receivers R, and R.. Every link

transmits only a bit. Message m; and m. can be received either on the right or on the left side .

The task is to pick out tiny set of forwarding nodes within the deficiency of global network
information. The researchers have done substantial work to seek out Connecting Dominating Set
two ways, namely 2-hop & 1-hop neighbor information [3,4]. Numerous broadcast algorithms
besides flooding have been proposed [5-11]. Typical global [12] [13] and quasi-global [14]
broadcast protocols use either partial global or global information to consensus a small forward
node set. To reduce effect of the broadcast storm problem, we should prevent redundant
retransmits of the broadcast packet and differentiate the timing of retransmits. Ensuing this
recommendation, numerous schemes, called the location-based, distance -based and counter-

based were derived.

Figure 1.2: Butterfly Network; Source 5, and 5; multicast m; and m; to both receivers



1.3. Introduction to Network Coding

The system of nodes engaged with transmission is spoken to by coordinated diagram G (V, E)
where ‘E’ is the arrangement of edges & “V’ is arrangement of vertices. The model expect a
particular of multicast prerequisite as (R, h, G) where R is the acceptable coding district, h is the
data rate in bits per unit time. The system has a source hub 5. The source is expected to exchange
information to the multicast collectors D and E. The hubs A, B and C are the moderate hubs.
Each edge is accepted to have a limit of 1bit. Think about that the source transmits two single
bits bl and b2 to the multicast collectors. This should be possible in two modes m0 and m1 in
particular without Network Coding and with Network coding, individually. In mode m0 source 5
multicasts bits bl and b2 to the halfway hubs A and B. At that point, the bits are communicated
from A and B. The halfway hub C gets both bl and b2 as appeared in Figure 1.6(a). It
communicates bl and b2 one by one. By this mode m0 the derivations made are that there is a

repetitive gathering of bits at the collectors.

In the mode m1, the source 5 multicast 2 bits to A and B and they in turn communicate
the bits. In any case, the hub C broadens its usefulness post routing. It completes a basic
encoding capacity, Ex-OR the bits b1l and b2. This broadened conduct of C is spoken to by a
spurious hub C' as appeared Figure 1.6(b). Subsequently, in this mode, hub C utilizes Network

coding and the derivations are that there is no excess gathering of bits at the collectors.



Figure 1.3: Single source multicast network

In this way, with Network coding the required number of transmissions are less. This at last
gives increment in throughput. The outcomes are pertinent to the precedent where b, and b, are

two parcels of solitary information rather than two bits of a parcel.

The above precedent is the base model for the diverse aftereffects of many Network coding
central research works. All the above outcomes accept that hub C is the encoding hub which
brings Network coding into the system. In spite of the fact that every one of the hubs of our
application can possibly encode the information bundles, they require not generally do the
Network coding. Along these lines, in Figure 1.6 of the three sending hubs (A,B,C), C alone is

expected as an encoding hub.

1.4 Issues in Ad-hoc Network Using Network Coding

To construct a protocol which conveys the above advantage, we need to concentrate on few

challenges.



. How Many Packets to propel: Node keeps sending a packet until next-hop obtains it or

until it gives up in traditional best path routing. There is no particular next-hop; all nodes
nearer to the destination than the current transmitter can participate in forwarding the packet
with opportunistic routing. How many transmissions are adequate to make sure that at least

one node nearer to destination has received packet?

Stop and Purge: Routers send linear combinations of packets with network coding. Once
the destination has heard adequate such coded packets, it decodes & repossess the file. We
need to stop sender once destination has obtained the transfer & purge related data from the

forwarders .

Efficient Coding: Network coding optimizes for better utilization of wireless medium, but
coding necessitates the routers to multiply & add the data bytes in packets. We need efficient

coding & decoding strategies to avoid routers’ CPU from a tailback .

1.5. Design Principles

1.

To fabricate the Network Coding plan, we need to settle on a couple of structure choices. In
the first place, we structure our Network Coding plan around the guideline of never deferring
packets. At the point when remote channel is accessible, hub takes the bundle at the leader of
its yield line, checks which different packets in the line might be encoded with this packet,
XORs those packets together & communicates the XORed form.

Second, offer XORing parcels of similar lengths, in light of the fact that XORing smaller
bundles with larger ones decreases transmission bandwidth savings.

Third, Searching for proper packets to Network Coding is productive because of the support

of virtual lines.

. At last, we need to guarantee that each neighbor to whom a Network Coded packet is going

has high likelihood of unraveling its native packet.



1.6. Quasi Global and Total Global Protocol

As of late, various research bunches have master presented progressively effective broadcasting
methods [15-21] with different objectives, for example, limiting quantity of retransmissions,
limiting total control utilized by transmitting hubs, limiting general postponement of
broadcasting, etc. Camp and Williams [22] grouped communication protocols in four
classifications: basic (daze) flooding, likelihood based, territory based, and neighbor knowledge
techniques. Yang and Wu [23] grouped telecom conventions dependent on neighbor learning

data: local, quasi — local, quasi- global, global.

In local broadcasting, a circulated communicate convention depends on exclusively nearby state
data. All conventions that select forward hubs privately (in light of 1-bounce or 2-jump neighbor
set) have a place with this class. [t has been perceived that adaptability in remote systems can't
be accomplished by depending on arrangements where every hub requires global information
about the system. To accomplish versatility, the idea of confined calculations was proposed, as
conveyed calculations where straightforward neighborhood hub behavior, in view of nearby

learning, accomplishes an global objective.

In quasi-local broadeasting, a dispersed communicate convention depends on for the most part
nearby state data and infrequently partial global state information . In case of quasi-global
broadcasting, broadcast protocol is dependent on partial global state information. For instance,
estimation algorithm in depends on building global spanning that is developed in a succession of

consecutive proliferations.

The distributed or centralized (global broadcast protocol), is based on global state data. In this
part, we classify recently proposed broadcasting conventions into a few families: centralized
methods, distributed methods and localized methods . Centralized methods compute a tree
utilized for broadcasting with different optimization of tree. In case of localized methods, every
hub needs to fundamentally maintain the condition of its nearby neighbors (inside a few

consistent jumps). In the wake of getting a bundles that required to be handed-off, the hub



chooses whether to transfer the bundle just dependent on its nearby neighborhood information.

Dominant parts of the conventions are in this family.

In case of Distributed techniques, hub may require few information in excess of a consistent
jump away to choose whether to transfer the message. For instance, communicating based on
MST developed in a dispersed way is a distributed strategy, yet not localized technique as we
can't build Minumum Spanning Tree in a localized way. Researchers effectively explained a few

testing questions [24-30] by giving efficient limited calculations.

1.7. Cluster & Dominating Sets Theory

The compelling use of the intensity of the Ad Hoc organizes lies in adaptability, strength,
viability and quick combination of these systems. The route discovery & route development in
the Ad Hoc systems ought to be done quickly. Performing successful course discovery on such
situations can be best accomplished when the telecom is made strides further more, the excess in

course location is evacuated.

The Clustering calculation frames disjoint legitimate gatherings of hubs with a lead hub as
cluster head of the bunch. cluster head takes part in the steering and has extra errands of group
upkeep. The clusters frame a sensible backbone and the Route seek space is constrained to the

number of clusters. Be that as it may, the technigue shapes suboptimal routes.

Dominating set (DS) has been generally utilized in the choice procedure of a functioning hub set.
A set is dominating if each hub in system is either in the set or a neighbor of a hub in the set. At
the point when dynamic hubs shape a dominating set, all hubs in the system are additionally said
to be reachable. At the point when a DS is associated, it is indicated as a CDS; that is, any two
hubs in the DS can be associated through transitional hubs from the DS. CDS as an associated
virtual backbone has been generally utilized for communication process, looking in a decreased
space. As a result of the unbridled accepting method of remote sensors, when every hub in a
CDS advances the parcel once, all hubs in the system will get the bundle. In Figure. 1.4 (a), the

dominating hub set (w, v, u) shapes a virtual backbone for proficient broadeasting, since just
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dominating hubs require to forward the bundle and every residual hub can get the parcel without

sending it.
o ) Y
u
X W
O—<
=
z
(a) (b)

Figure 1.4: (a) A sample network: (w, v, u) forms a CDS and (v,u) forms an ECDS. (b) Another sample: (v,u,x)
forms an EWCDS. [Jie Wu, Mihaela Cardei, Fei Dai, and Shuhui Yang]

The Connected Dominating Set based calculation frames a sensible backbone of associated
gateways. The communicate bundles are retransmitted by these hubs. The routes are figured by
shortest path calculation. Changes in the backbone does not have affect on the progressing
interchanges. New routes are computed upon failure of existing routes. The efficiency of a
correspondence path depends not just on its control conventions, yet in addition on its topology.
Every hub decides the participation in the MDS5 for itself and its one-jump neighbors dependent
on two-bounce neighbor data that is spread among neighboring hubs. The calculation at that
point guarantees that the individuals of the MDS are associated into an associated commanding
set (Cds), which can be utilized to frame the spine infrastructure of the correspondence network

for such purposes as routing,

In these MANETS, clustering is a standout amongst the most essential ways to deal with
energy proficiency and cost effective correspondences. clustering is an calculation in which the
system is isolated into non-covering sub systems, alluded to as clusters where each hub of each
sub arrange is at the most k-bounces from a recognized station called the cluster head (CH).
Clustering is a progressive structure, and accordingly is reasonable for a generally huge numbers

of hubs [31, 32, 33, 34]. Clustering is directed by first choosing Cluster-heads. Non-cluster h
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heads pick clusters to join and after that progress toward becoming individuals. In spite of the
fact that there are a few sorts of clustering calculations, widely used algorithm is lowest 1D

algorithm.

. — Head node
@—’ Galeway node

O —&  Member node

Figure 1.5: Cluster formation using lowest ID elustering algorithm [A. Vasudeva and M. Sood],

In the lowest-1D clustering algorithm as per figure 1.5 a hub with the least 1D is picked as cluster
head. Every hub is furnished with a remarkable 1D & it occasionally communicates rundown of
its neighbor's IDs, including itself. A hub which just hears hubs with ID higher than itself is a
cluster head (CH). The most minimal ID hub that a hub hears is its clusterhead, except if the least
ID explicitly surrenders its job as a clusterhead when a hub with a lower 1D goes into a similar
group. This is a basic calculation and the procedure is quick. Likewise, the rate of progress of
clusterhead is low and thus the framework execution is better as far as throughput. On the other
hand, the quantity of clusters may turn out to be unfortunately high because of which the bundle
conveyance deferral may wind up over the top. Besides, clusterheads with littler IDs experience
the ill effects of the battery seepage, bringing about short lifetime of the framework. Figure 3
demonsirates a schematic of the aftereffect of utilizing most minimal ID bunching. There are

eleven hubs with one of a kind IDs, which shape a associated graph. After the Lowest 1D

12



grouping calculation is executed, three bunches are framed, as portrayed by the specked circles.
The dark shaded balls inside each bunch speak to the cluster heads (5,3 & 1 in figure 3). The
striped balls (6 & 7) that are inside the correspondence scope of at least two distinct clusters

speak to the entryway hubs and the void balls are the member hubs.

The manner in which Network coding is utilized can likewise be grouped into three principle
classifications relying upon the kind of blends; those groupings are: Joint Inter and Intra-
Session Network Coding; Inter-session Network coding; & Intra-session Network Coding [35,
36].

When we code the bundles from a similar source, we are performing intra-session arrange
coding. Inter session Network Coding can lessen the quantity of transmissions when the parcels
from distinctive source are coded together. On the off chance that the remote medium have lossy
connections it is best to have between session and intra-session organize coding together as joint
process. Identifying parcels and registering the cardinality of coded messages can be effectively

done utilizing address bit vectors.

1.8. Problem Statement

After looking through the current research progress of solution of broadeast storm problem and

network coding, the challenges which we are facing in the wireless environment are solidified to:

1. How do we propose a generalized coding condition to minimize number of forwarding
nodes performing network coding of packets together?

2. How do we propose an effective coding scheme which is robust to provide the

transmission reliability while keeping minimum redundancy?

The aim of this work is to achieve lesser redundancy in terms of achieving less number of
forwarding nodes for retransmission using the concept of Network Coding to subtract the effects

of Broadcast Storm Problem. So in our work, we have proposed various algorithms as follows:

Reduction in Number of Forwarding Nodes for Network Coding (NC)

1. By Considering Global Network Information and Probability of transmission of packets.
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2. Under different circumstances of uneven incoming traffic and outgoing traffic degree of
nodes along with other attributes like of input and output bandwidth.

3. Using Address Bit Vector Integrated Network Coding scheme to avoid repeated XOR
operation between similar packets.

4. By calculating correct Inference of nodes under topology SET.

Using AODV protocol for route discovery to reduce sub-graph.

Via simulations, we show the promising results. Details of our contributions will be lined out in

next chapters.

1.9. Outline of the Thesis

The thesis has been organized into 6 chapters. Chapter 1 presents Introeduction comprises
problem statement and various issues in mobile ad-hoc networks and broadcasting methods.
Chapter 2 presents the existing work to subtract the broadcast storm problem like Counter-
based scheme, Location-based scheme, Probabilistic scheme, Distance-based scheme, Cluster-
based scheme etc. This chapter also discussed the various methods like prim’s algorithm and
kruskal’s algorithm. Chapter 3 presents four algorithms for identification of nodes which will
perform Network Coding using Global Network Information and Probability of transmission of
a node to reduce number of forwarding nodes. This chapter also includes algorithm which
considers incoming traffic degree and outgoing traffic degree of a node along with sum of input
and output bandwidth of a node to decide forwarding nodes where network coding needs to be

applied.

Chapter 4 presents two algorithms where first algorithm explains the concept of Address Bit
Vector Integrated Network Coding and second algorithm address about Inference of topology
SET using Network Coding to reduce number of forwarding nodes. Chapter 5 presents an
algorithm where AODV protocol is integrated with Network Coding (NC) approach to make
maximum utilization of both the theories to reduce number of forwarding nodes . Finally,
followed by the conclusion and future scope of the research work for further research are

provided in Chapter 6.
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CHAPTER 2

LITERATURE REVIEW

In General, once a flooding data packet is received by a node then it elects whether or not to
relay it to its neighbor. The Neighbor topology primarily approaches to escape the broadcast
redundancy in MANET's. We here determine the minimum number of forwarding node set
which forms a minimum connected-dominating-set. It could be set of nodes if each node is either
within the set or the neighbor is in this set. The task is to pick out tiny set of forwarding nodes
within the deficiency of global network information. The researchers have done substantial work
to seek out Connecting Dominating Set two ways, namely 2-hop & 1-hop neighbor information

[37, 38].

Numerous broadcasting algorithms in addition to blind flooding have been advised [39-45,
85,101-109]. Typical global [46, 47] & quasi-global [48] broadcast protocols use either partial
global or global information to consensus a small set of forward node. To reduce effect of the
broadcast storm problem, we should prevent redundant retransmits of the broadcast packet and
differentiate the timing of retransmits. Ensuing this recommendation, numerous schemes, called
the location-based, distance -based and counter-based were derived.

They are dependent on many mechanisms to support a host to assert the redundancy of a
rebroadcast and choose whether to rebroadeast or not. Results display that these can efficiently
reduce the side effects of broadcast storm problem [49].

Figure 2.1 shows the cluster-head based broadcast algorithm.
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Figure 2.1: Cluster-head based broadcast algorithm

Figure 2.2 shows that removal of node “u”

will not eliminate all paths between nodes “x”
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Figure 2.2: Removal of node "u” will not eliminate all paths between nodes “x" and “y"

Figure 2.3 shows the failure of dominant pruning algorithm [51] since node “C” and node “B”

are dismissed in 2" iteration of communication when they already exists in the sender list of
node “A”
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Figure 2.3: Failure of dominant pruning algorithm [Marco Aurelio * Spohn |, J.J. Garcia-Luna-Aceves]

We begin with a scientific classification of communicate conventions in MANET. This scientific
classification fills two needs: (i) to offer a stage of reasonable examinations among conventions
under various suspicions and models and (ii) to put our methodology as per the scientific
classification so as to plainly express its commitments and constraints. To have an unmistakable

center, we restrain our regard for two destinations: (i) forward nodes set (ii) low overhead.

Owr first grouping depends on the sort of calculation utilized: deterministic or probabilistic. The
probabilistic approach [48, 52] for the most part meets the two targets without presenting much
overhead. Be that as it may, with a low likelihood, at least one basic properties may not be met.
For instance, the created DS is not ensured to be associated as in [48] or the system isn't ensured

to be secured by the chosen forward hubs as in [52].

Our second characterization depends on the sum of state data utilized in the calculation: global or
neighborhood. Through a few rounds of successive data trades, global data can be collected
based on neighborhood data as it were. Four kinds of communicate conventions are examined

based on the second characterization:

1. Local: It is based on exclusively nearby state data.
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2. Quasi Local: It is based on most part of neighborhood state data and intermittent global state
data.

3. Global: It is dependent upon global state data.

4. Quasi Global: It is based on partial global state data.

One normal misinterpretation is about the distinction between the centralized algorithm where
one hub, say the source hub, decides the total communicate process & the distributed algorithm
where the communicate process is resolved appropriated. Likewise, any model with nearby data
can be actualized in an incorporated way once adequate measure of data is gathered at the source
through data trades. To give a uniform model, we expect that at first every hub knows just its
neighbor set, partial global or global state information is gathered through data trades (as far as

rounds) among neighboring hubs.

Dissimilar to global broadcast protocol, the quasi-global communicate convention does not have
to gather entire global state. Just partial global state data is gathered. Convention proposed in

[39, 53] fits into this class: Spanning tree is first built beginning from chosen root.

Already proposed several heuristics to reduce rebroadcasts are:

1. Probabilistic scheme: Randomly chosen probability is the deciding factor for
Rebroadcast the packet.
Cluster based scheme : Gateways & cluster heads forward again
Location based scheme: Pre-acquired location information of neighbors is the deciding
factor for Rebroadcast the packet.

4. Counter based scheme: Threshold value of counter decides whether to re-broadcast or
not.

5. Distance based scheme : Relative distance between hosts to make decision of

rebroadcasting

Network coding can be ordered into 3 primary classes relying upon the sort of combinations;

which are: Inter-session NC Intra- session NC, & Joint Inter & Intra Session NC. Inter Session
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NC can decrease the number of transfers when packets from distinctive source are network-

coded. We are coding the packets from a similar source, as doing intra-session NC.

Using directional antennas the effect of broadcast storm can be alleviated. This is illustrated

using table 2.1 and table 2.2 for network sample illustrated in figure 2.4

|
| M /
,"

d

Figure 2.4: A sample network

Table 2.1 shows Neighbour reception table of node “e” for figure 2.4 and table 2.2 shows

Transmission of node ‘e’ using directional antennas and Network coding.

Table 2.1: Neighbour reception table of node e

Neighbor reception A B C D
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Table 2.2: Transmission of node ‘e’ using directional antennas & Network Coding

Transmission P, P,
IAY 1 0

111 0 1

11 1 1

I 1 1

In Figure 2.4, P1 need not to be transmitted in sector III. P2 need not to be transmitted in
sector IV. Cost is 16 when e transmits all 4 messages omni-directionally. Cost is 8 when
Network Coding is used. Cost is 6 when both directional antennas concept and Network Coding

is applied.

Kruskal’s algorithm:

En-queue edges of Graph in queue in growing order of cost.
T =

while(queue # empty)

de-queue edge’ e’;
if(“e” does not form a cycle in *T")
add ‘e’ to" T
}

Return *T7;

Prim’s algorithm uncovers a minimum cost spanning tree by picking edges from the graph one-

by-one as follows :
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Complete Graph

A spanning tree of
a graph is just a
subgraph that
contains all the
vertices and is a
tree.

A graph may have
many  spanning
trees.

All 16 of its Spanning Trees

Figure 2.5: Illustration for finding all possible set of spanning tree for a given graph

Prim’s algorithm:

Graph G=(V, E);

Let T be tree consisting of the preliminary vertex ‘x’;

while (T has < than IVI vertices)

{

locate minimum edge involving T to (G-T);

adjoin it to T;
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Figure 2.5 shows the illustration for finding all possible set of spanning tree for a given
graph which is further used as a subgraph. The issue of broadcast support in MANETS has been
broadly examined in [54-57]. In [54], the issue of high overhead of utilizing basic flooding to
sustain broadcast was focused. The issue of least enery consumption broadcasting has been
observed to be NP-complete [59] and from that point forward an extensive number of estimation
calculations have been proposed. These are either deterministic [54, 5] or probabilistic ways to
deal broadcast effectively. In probabilistic calculations, packetss are just sent with a specific
likelihood [55, 57,5,92,97]. In deterministic methodologies, if entire topography data is known,
will give ideal outcomes[59]. However, where topology continues evolving much of the time,

it’s very impractical to get complete topology.

1. COPE
To suggest the researchers a vibe for how COPE functions, we begin with a genuinely
straightforward case. Take the situation in Figure. 2.6, where Alice & Bob need to swap over a
set of packets. In available present methods, Alice sends the data packet to connecting router,
which further send that packet to Bob, & Bob forwards this to the connecting router, which
further forward this to Alice. This procedure needs four number of transmissions. Presently
following a network coding (NC) standard, both of them transmit their separate packets to
connecting router, which apply XOR to the both packets and shows mixed form. It takes three
number of transmissions rather than four as per figure 2.7 & 2.8, Spared transmissions can be

utilized for broadcasting distinct information.

COPE uses 3 principle approaches:

(i) Opportunistic Listening: Wireless systems provide numerous open doors for mobile nodes
to hear packets with omni-directional antenna. Furthermore, every node telecasts received
reports to convey its neighbor which data packets this has put away.

(ii) Opportunistic Coding: To achieve the gain in throughput, the main question that stands is
which packets are to be network coded together. A node may have numerous alternatives,
however its objective is to boost the quantity of local packets conveyed, guaranteeing that every

proposed next-hop has sufficient data to translate its local packet.
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The coding calculation ought to guarantee that all nexthops of an XORed packet can interpret
their comparing local packets [58]. This can be accomplished utilizing the below given
straightforward principle

To deliver *w’ packets, to ‘m’ nexthops, a node can mix the ‘w’ packets together just assuming
each beneficiary has ( w — 1) packets .

(iii) Learning Neighbor State: But how to recognize what packets a node’s neighbors have?
As clarified before, every node pronounces to its neighbors the packets it keeps. Consequently, a

node can't depend exclusively on receiving reception reports [38].

Packets Next Hops

A
P4 || P3 || P2 || P1
P2 B
B’s queue
" ©)
. )

Node

Figure 2.10: Next-hops of packets in B's queue

Figure 2,10, 2,11, 2,12 & 2.13 point outs simple rule for choosing which packets to code
together.



COPE’s throughput gain widens as the possibility of network coding raises. At the point when

there is higher movement, more packets are accessible at the moderate nodes, and thus there are

C’s Packet Pool
P4
8's Output Queue

EEE c

we ®w mEE

A's Packet Pool

all the more network coding possibilities.

Bad coding decision,
A & D cannot decode! M

Figure 2.11: Bad Network coding Decision
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Figure 2.12: Improved Network coding Determination

Measurement metrics:
* Network Throughput: the deliberate aggregate end - 2 - end throughput
* Throughput Gain: the proportion of the network system throughputs with COPE & exclusive
of the COPE.
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Figure 2.13: Best Network coding Determination

The significance of packets combination using network coding was a fundamental subject for a
large portion of the specialists in the previous couple of years. The principle center of system
configuration has been founded on effortlessness of operation & versatility. However, late works
demonstrates additionally that viable power sparing and physical asset administration should be
possible by communicating with the different schemes of NC. Hui and Culler[61] presented
Deluge a dependable information spread convention to beat the propagation of huge information
objects that can hear it.

However an extensive new convention was presented in [62] where 40% less packets were
utilized as a part of vast systems than Deluge and load adjusting was additionally mulled over
despite the fact that it was not obviously checked in the algorithm. AdapCode used to disperse
information in the system utilizing NC (Network coding) [63] yet in a versatile route as indicated
by link quality. To concentrate on information accumulation algorithms, Wang et al. [64]
presented another scheme in NC called Partial Network Coding (PNC) attempting to conquer the
test of consistent information accumulation from sensors to server where information expulsion
was accessible. SenseCode [60] was presented as an accumulation convention in wireless
networks utilizing NC as many two one correspondence convention in which the time was

separated into rounds.
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CHAPTER 3

REDUCING THE NUMBER OF FORWARD
NODES FROM 1-HOP NODES TO COVER 2-
HOP NODES WITH NETWORK CODING

3.1. Introduction

Wireless medium is creating numerous fortuities for nodes to obtain packets when they are
not the projected recipient. MANET is specially appointed Network that getting extraordinary
conspicuousness inside the general public. Message broadcasting is a basic function in wireless
Ad-hoc network in which a node passes on a message “m” to all neighbors thus causing
redundant broadcast which is called as “Broadcast storm Problem (BSP)” in which every node
will be obligated to re-broadcast data packet every time it gets the data packet for the 1% time
(67, 66]. In MANETs, flooding of messages will bring about numerous repetitive

correspondences. Figure 3.1 demonstrates a topology of a MANET. At the point, node “u”

-

broadcasts a packet, node “v” & node “w” receives packet, At that point, node “v” & node “w”

will re-broadcast packet to each other.
Misleadingly the two communications may bring thoughtful broadcast storm problem, where

these redundant packet cause collision & contention.

In a CSMA/CA netwark, disadvantages of flooding are:
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1. Redundant rebroadcasts- Host adopts to re-broadcast a message “m” to its neighbors,

they previously have that broadcast message “m”.

2. Contention- Later mobile host communicates message “m”, if large number of its
neighbors choose to re-broadcast message “m”,  these broadcasts may ruthlessly

contend.

3. Collision- They are more probable to happen and to produce more harm because of the
inadequacy of back-off mechanism, the non-existence of CD and the absence of

RTS/CTS dialogue.

Figure 3.1: Flooding in MANET

In figure 3.2 (a), Bits m; and m: need to be transferred to both receivers R; and R.. Every link
transmits only a bit. Message m; and m; can be received either on the right or on the left side.
Solution: Compute XOR (i.e. Apply network coding) in the middle link (Figure 3.2 (b)) and both
sides get m; and m;. Table 3.1 clearly demonstrates this. Intermediate nodes will further send
packets which are XORed of previous received bits [68].

Table 3.1 XOR eperation between m1 and m2

m2 ml m3=m2 ® ml m2=m3 ® ml ml= m3® m2
1 1 0 1 1

0 1 1 0 1

1 0 1 1 0

0 0 0 0 0
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Figure 3.2: Butterfly Network; Source 5, and 5. multicast my and m: to both receivers

3.2. Proposed Algorithm

The main task of the proposed algorithm is to identify the nodes which will perform forwarding
of the network coded packets and at the same time the number of such kind of nodes has to be
get reduced and how to perform this based on local information that to be without consulting
with rest of the nodes.

Figure 3.3 shows the elimination of node *E and ‘F’ from broadcast list of node A since they got
similar data bit or message from neighbor B & C. Such kind of nodes needs to be eliminated out
to reduce the number of forwarding nodes. Parameters are:

Single path forwarding - Only one path is employed in order to forward traffic to routed
destination [69].

Multicopy- Each packet is replicated on all available paths employing in this way the maximum
possible redundancy

Multipath - Each packet is assigned on a specific path with different packets of a flow being
assigned on different paths. It employs zero redundancy.

Table 3.2 shows the simulation environment parameters which are considered.
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G

Figure 3.3: Elimination of neighbor node E and F from the list of Node A.

Table 3.2: Simulation Environment

Simulation Parameter Value

Tool Used NS- 2
Topological size 900m * 900m
Range of Transmission (m) 300
Bandwidth (Mbps) 2.5

Speed (m/s) — Max 5.2

Speed (m/s) — Min 1.2

Pause time 0s

Packet Rate (packets/sec) 4

Packet size (bytes) 512

Number of CBR Connection 15

Traffic Type Constant Bit Rate
Interface Queue Length 60

Figure 3.4 is considered for the explanation purpose of our algorithm.

In Figure 3.4,
s = Sender (Node 6)
r = Receiver

N (r) = neighbors of node v
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N(N(r)) = neighbors of N (r)
U(s, r) = 2-hop neighbor set

F (s, r) is the forward node list

Figure 3.4: Network of twelve nodes with node 6 as source node

Table 3.3 shows the 1-hop and 2-hop neighbor-hood information. It appears to be normal to
allow a node with additional number of neighbors transmit prior, as the substantial number of

secured nodes will more probable render other booked retransmissions repetitive [65].

Table 3.3: 1-hop and 2-hop neighbor-hood information for Figure 3.4 network

R N(r) N(N(r))
12 12,11,8 12,11,10,8,7,4
11 12,11,10,7 12,11,10,9,8,7,6,4,2
10 11,109 12,11,10,9,7,6,5
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9 10,9,6,5 11,10,9,7,6,5,2,1

g 12,8,7.4 12,11,8,7,6,4,3,2

7 11,8,7,6,4,2 12,11,10,9,8,7,6,5,4,3.2,1
6 9,7,6,5,2 11,10,9,8,7,6,5,4,3,2,1

5 9,6,5,1 10,9,7,6,5,2,1

4 8,743 12,11,8,7,6,4,3,2

3 4,32 8,7,64,3,2,1

2 7,6,3,2,1 11,9,8,7,6,5,4,3,2,1

1 52,1 9,7,6,53,2,1

3.2.1. Proposed Algorithm - BSP-NC-ALGO-1
1. U(s,)=N(N()-N()—-N{s)

2. B(s,r)=N({n)-N{(s)
3. Node r determines F (s, r). (F (s,r) can be chosen from B(s,r) to cover U(s,r)).

Table 3.4 shows the result of BSP-NC-ALGO-1.

Table 3.4: Result of BSP-NC-ALGO-1

s r U B F

Q@ [ 11,10,8,4,3,1 9,7,5,2 9,2,7
G 7 12,10,3,1 11,8,4 4,11
G 2 11,8,4 3,1 3

G 9 11,1 10 10

7 11 9 12,10 10

7 4 12 3 []

2 3 8 4 4

9 10 12,7 11 11
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Result of BSP-NC-ALGO-1 clearly shows that the total numbers of forward nodes are 8 while

total number of nodes is 12.

3.2.2. Proposed Algorithm - BSP-NC-ALGO-2
1. P(s,r) =N (N(s) n N (D)

2. U(s,r)=N(N()-N(r)-N(s) =P (s 1)

3. B(s,1)=N{(r)- N(s)

4. Node r determines F (s, r). (F (s,r) can be chosen from B(s,r) to cover U(s,r)).
Table 3.5 shows the result of BSP-NC-ALGO-2,

Table 3.5: Result of BSP-NC-ALGO-2

s R P U B F
) 6 (1] 11,10,8.4,3,1 9,7,5.2 9.2,7
6 7 7.6,3,1 12,10 11,8.4 11
6 2 11,8,6,4,2 ¢ 3.1 Ll
6 9 96,1 11 10 10
7 11 (0] 9 12,10 10
9 10 (0] 12,7 11 11

Result of BSP-NC-ALGO-2 clearly shows that the total numbers of forward nodes are 6 while

total number of nodes is 12.
3.2.3. Proposed Algorithm- BSP-NC-ALGO-3
L U(s,)=N(N)-N(N(s)

2. B(s,1)=N{r)-Ni(s)
3. Node r determines F(s, ). (F (s,r) can be chosen from B(s,r) to cover U(s,r)).
Table 3.6 shows the result of BSP-NC-ALGO-3.

Table 3.6: Result of BSP-NC-ALGO-3

5 r 8} B F
0] 6 11,10,8,4,31 9,7.5,2 9,2,7
[ 7 12 11,84 8
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6 2 d 3,1 L1
6 9 P 10 [1
7 8 P 12 L1

Result of BSP-NC-ALGO-3 clearly shows that the total numbers of forward nodes are 5 while

total number of nodes is 12.

Network coding integrated BSP-NC-ALGO- (1-3):
1. For source node, take out 1-Hop and 2-Hop Neighbors
2. Take out Forwarding Nodes by using BSP-NC-ALGO-(1,2,3) as illustrated earlier
3. Apply network coding concept to using BSP-NC-ALGO-(1, 2, and 3).

a) For each node, FIFO (First in First Out) queue of packets is created to forward

packets.
b) Keep a track of hash table also.
¢) Probability of every neighbor having packet in output queue is shown by the table.

4. Select each forwarding node from forward list of algo 1, algo 2 and algo 3. If forward
probability of each packet is >= 0.5 then perform XOR of all the packets & then

broadcast.

3.3. Experiment and Results
We have find out 1-hop & 2-hop neighbor nodes for every node. Random probability of packets

at the 1-hop nodes is additionally taken [65].

3.3.1 Results BSP-NC-ALGO-1
Table 3.7 shows the comparison of old BSP subtracting schemes with BSP-NC-ALGO-1.
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Table 3.7: Comparison of old BSP subtracting schemes with BSP-NC-ALGO-1

Number of Number of Number of Number of Number of Number of
N Forwarding Forwarding Forwarding Forwarding Forwarding S
umber Forwarding
Nodes - Nodes - Nodes - Nodes - Nodes -
of Nodes P o : i Nodes -BSP-
robabilistic Counter- Distance- Location- Cluster-based NC-ALGO-1
Scheme based Scheme | based Scheme | based Scheme Scheme
20 16 15 14 13 12 11
30 24 22 20 20 19 18
40 32 31 29 29 28 27
50 40 37 35 33 32 31
60 48 45 42 42 42 40
70 56 52 48 47 46 45
80 64 58 55 54 53 51
90 72 67 63 62 61 59
100 80 72 68 67 67 66
904 |—®— Probabilistic Scheme
1 |—®— Counter-based Scheme
80+ | —4— Distance-based Scheme
1 | ¥ Location-based Scheme >
8 707 |-+ Cluster-based Scheme e
zo i 1 —<—BSP-NC-ALGO-1 ; i’/ '
= ) Py V
£ 1
T 50+
g |
o 404
[V
- .
(P 30 =
(0]
-g R
5 20 -
= 4
10

Number of Nodes

Figure 3.5: Comparison of old BSP subtracting schemes with BSP-NC-ALGO-1
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Table 3.8 shows the “number of forwarding nodes required for Network coding in comparison to
actual number of nodes present in the system using” BSP-NC-ALGO-1 keeping transmitter
range as 20.

Table 3.8: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-

NC-ALGO-1
Number of Nodes | Number of Forwarding Nodes
20 12
30 20
40 28
50 33
60 41
70 48
80 53
90 60
100 68

Figure 3.6 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-1 keeping transmitter

range as 20.
70 -
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Figure 3.6: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-NC-
ALGO-1
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3.3.2 Results BSP-NC-ALGO-2
Table 3.9 shows the number of forwarding nodes required for Network coding in comparison to
actual number of nodes present in the system using BSP-NC-ALGO-2 keeping transmitter

range as 20,

Table 3.9: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-

NC-ALGO-2
Number of Nodes | Number of Forwarding Nodes
20 10
30 18
40 21
50 23
60 29
70 31
80 40
90 47
100 49

Figure 3.7 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-2 keeping transmitter

range as 20,
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Figure 3.7: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-NC-
ALGO-2

3.3.3 Results BSP-NC-ALGO-3

Table 3.10 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-3 keeping transmitter
range as 20.

Table 3.10: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-

NC-ALGO-3
Number of Nodes | Number of Forwarding Nodes
20 9
30 11
40 18
50 20
60 24
70 30
80 32
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Figure 3.8 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-3 keeping transmitter

range as 20.
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Figure 3.8 Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-NC-

3.3.4 Comparative Analysis

ALGO-3

Table 3.11 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO- (1-3) and

keeping transmitter range as 20.
Table 3.11: Comparison of BSP-NC-ALGO-1, 2 & 3 keeping transmitter range as 20

Numbe | Number of Forwarding Number of Forwarding Number of Forwarding

r of Nodes using BSP-NC- Nodes using BSP-NC- Nodes using BSP-NC-
Nodes ALGO-1 ALGO-3 ALGO-3

20 12 10 9

30 20 18 11

40 28 21 18

50 33 23 20

60 41 29 24

70 48 31 30

80 53 40 32

90 60 47 40

100 68 49 41
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Figure 3.9 shows the comparison for number of forwarding nodes required for Network coding
in comparison to actual number of nodes present in the system using BSP-NC-ALGO- (1-3) and

keeping transmitter range as 20.

70 4
L "

- «- BSP-NC-ALGO-1
.§ 604 & BSP-NC-ALGO-2 B
> 4 BSP-NC-ALGO-3 =
2504 - e
£ °
8
gto- L] ° A—b
w
S 304 & ® 2 -
i -
E 204 o :
3 —

10 4 i

! 40 60 80 100
Number of Nodes

Figure 3.9: Comparison of BSP-NC-ALGO-1, 2 & 3 keeping transmitter range as 20

Table 3.12 illustrates number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-1 keeping transmitter
range as 25.
Table 3.12: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 25 using
BSP-NC-ALGO-1

Number of Nodes | Number of Forwarding Nodes
20 11
30 18
40 27
50 31
60 40
70 45
80 51
90 59
100 66
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Figure 3.10 shows the “number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using” BSP-NC-ALGO-1 keeping transmitter

range as 25.

-
(=]
1

= BSP-NC-ALGO-1

5
L]

&

g

3

Number of Forwarding Nodes
'
o

-
L=]
1

0 1w 20

T T T T T T T

30 40 50 60 T0O B0 90 100
Number of Nodes

110
Figure 3.10: Number of Nodes Vs, Number of Forwarding Nodes keeping transmitter range as 25 using BSP-NC-
ALGO-1
Table 3.13 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-2 keeping transmitter

range as 25.

Table 3.13: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 25 using BSP-

NC-ALGO-2
Number of Nodes | Number of Forwarding Nodes

20 8

30 12
40 20
50 21
60 25
70 30
80 40
90 43
100 44
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Figure 3.11 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-2 keeping transmitter

range as 25.
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Figure 3.11: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 25 using BSP-NC-
ALGO-2
Table 3.14 shows the number of forwarding nodes needed for Network coding in contrast to
actual number of nodes present in the system using BSP-NC-ALGO-3 keeping transmitter
range as 25.
Table 3.14: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 25 using
BSP-NC-ALGO-3

Number of Nodes | Number of Forwarding Nodes
20 8
30 10
40 15
50 18
60 22
70 29
80 31
90 35
100 38




Figure 3.12 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-3 keeping transmitter

range as 25.
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Figure 3.12: Number of Nodes Vs. Number of Forwarding Nodes keeping transmitter range as 25 using BSP-NC-

ALGO-3

Table 3.15 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-3) and

keeping transmitter range as 25.

Table 3.15: Comparison of BSP-NC-ALGO-1, 2 & 3 based on keeping transmitter range as 25

Numbe | Number of Forwarding | Number of Forwarding | Number of Forwarding
r of Nodes using BSP-NC- Nodes using BSP-NC- Nodes using BSP-NC-
Nodes ALGO-1 ALGO-2 ALGO-3
20 11 8 8
30 18 12 10
40 27 20 15
50 31 21 18
60 40 25 22
70 45 30 29
80 51 40 31
90 59 43 35
100 66 44 38
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Figure 3.13 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-3) and

keeping transmitter range as 25.
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Figure 3.13: Comparison of BSP-NC-ALGO-1, 2 & 3 keeping transmitter range as 25

Result has been tested on the increasing number of total nodes, transmitter range and average

node degree. Table 3.16 confirms number of forwarding nodes required for Network coding in

comparison to actual number of nodes present in the system using BSP-NC-ALGO-1 keeping

Average Node degree as 5.

Table 3.16: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 5
using BSP-NC-ALGO-1

Number of Nodes | Number of Forwarding Nodes
20 10
30 19
40 28
50 32
60 40
70 48
80 50
90 58
100 66
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Table 3.16 illustrates the number of forwarding nodes required for Network coding in
comparison to actual number of nodes present in the system using BSP-NC-ALGO-1 keeping

Average Node degree as 5.
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Figure 3.14: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 5 using BSP-
NC-ALGO-1

Table 3.17 shows the number of forwarding nodes needed for Network coding in contrast to
actual number of nodes present in the system using BSP-NC-ALGO-2 keeping Average Node
degree as 5.

Table 3.17: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 5 using
BSP-NC-ALGO-2

Number of Nodes | Number of Forwarding Nodes
20 9
30 16
40 20
50 22
60 25
70 31
80 37
90 41
100 45
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Figure 3.15 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-2 keeping Average
Node degree as 5.
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Figure 3.15: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 5 using BSP-
NC-ALGO-2
Table 3.18 illustrates the number of forwarding nodes needed for Network coding in contrast to
actual number of nodes present in the system using BSP-NC-ALGO-3 keeping Average Node
degree as 5.

Table 3.18: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 5 using
BSP-NC-ALGO-3

Number of Nodes | Number of Forwarding Nodes
20 8
30 10
40 16
50 20
60 23
70 28
80 32
90 38
100 40
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Figure 3.16 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-3 keeping Average

Node degree as 5.
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Figure 3.16: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 5 using BSP-

NC-ALGO-3

Table 3.19 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-3)

keeping Average Node degree as 5.
Table 3.19: Comparison of BSP-NC-ALGO-1, 2 & 3 based on keeping Average Node degree as 5

Numbe | Number of Forwarding | Number of Forwarding Number of Forwarding
r of Nodes using BSP-NC- Nodes using BSP-NC- Nodes using BSP-NC-
Nodes ALGO-1 ALGO-2 ALGO-3
20 10 9 8
30 19 16 10
40 28 20 16
50 32 22 20
60 40 25 23
70 48 31 28
80 50 37 32
90 58 41 38
100 66 45 40
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Figure 3.17 shows the comparison for number of forwarding nodes required for Network coding
in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-3)

keeping Average Node degree as 5.
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Figure 3.17: Comparison of BSP-NC-ALGO-1, 2 & 3 based on keeping Average Node degree as 5
Table 3.20 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-1 keeping Average
Node degree as 10.

Table 3.20: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 10 using
BSP-NC-ALGO-1

Number of Nodes | Number of Forwarding Nodes
20 9
30 16
40 25
50 30
60 38
70 43
80 49
90 55
100 61
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Figure 3.18 shows the number of forwarding nodes needed for Network coding in contrast to

actual number of nodes present in the system using BSP-NC-ALGO-1 keeping Average Node

degree as 10.

70 4

o | e BSP-NC-ALGO-1 2

4

§ W

250- "

g -

L 40

« @

g

<)

W 30 4 -

.6 -

2 20-

B .

Z 104 -

0 Ll T Ll T T Ll L4 LE L 1 L
0 10 20 30 40 S0 60 70 80 S 100 110

Number of Nodes

Figure 3.18: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 10 using BSP-
NC-ALGO-1

Table 3.21 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-2 keeping Average

Node degree as 10.
Table 3.21: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 10 using
BSP-NC-ALGO-2

Number of Nodes | Number of Forwarding Nodes

20 8

30 14
40 18
50 20
60 23
70 29
80 34
90 40
100 41
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Figure 3.19 shows the number of forwarding nodes needed for Network coding in contrast to
actual number of nodes present in the system using BSP-NC-ALGO-2 keeping Average Node
degree as 10.
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Figure 3.19: Number of Nodes Vs. Number of Forwarding Nodes keeping Average Node degree as 10 using BSP-
NC-ALGO-2
Table 3.22 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-3 keeping Average
Node degree as 10.
Table 3.22: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 10

using BSP-NC-ALGO-3

Number of Nodes | Number of Forwarding Nodes
20 6
30 10
40 13
50 18
60 21
70 25
80 30
90 32
100 38
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Figure 3.20 shows the number of forwarding nodes needed for Network coding in contrast to

actual number of nodes present in the system using BSP-NC-ALGO-3 keeping Average Node

degree as 10.
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Figure 3.20: Number of Nodes vs. Number of Forwarding Nodes keeping Average Node degree as 10 using BSP-

NC-ALGO-3

Table 3.23 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-3)

keeping Average Node degree as 10.

Table 3.23: Comparison of BSP-NC-ALGO-1, 2 & 3 keeping Average Node degree as 10

Numbe | Number of Forwarding | Number of Forwarding Number of Forwarding
r of Nodes using BSP-NC- Nodes using BSP-NC- Nodes using BSP-NC-
Nodes ALGO-1 ALGO-2 ALGO-3
20 9 8 6
30 16 14 10
40 25 18 13
50 30 20 18
60 38 23 21
70 43 29 25
a0 49 34 30
90 55 40 32
100 61 41 38
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Figure 3.21 shows the comparison for number of forwarding nodes required for Network coding
in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-3)

keeping Average Node degree as 10.
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Figure 3.21: Comparison of BSP-NC-ALGO-1, 2 & 3 keeping Average Node degree as 10
The simulation shown within the Figure 3.21 clearly states that BSP-NC-ALGO- 3 requires

minimum number of nodes for network coding in comparison other to BSP-NC-ALGO 1 & 2.

3.3.5 Results BSP-NC-ALGO-4

Here, we have proposed an algorithm which will consider incoming traffic degree and outgoing
traffic degree of a node along with sum of input and output bandwidth of a node decide
forwarding nodes.

In this Algorithm BSP-NC-ALGO-4,

Di(i) represents incoming traffic degree of network node

D..(i) represents outgoing traffic degree of network node

Conn;; , conny = 1 if connection is present ,else = 0

Sin(i) & S..(i) represents the dominance, sum of input and output link bandwidth (bw)

“Niu(i) ” represents the incoming nucleus of a node,

“Nou(i) ” represents the outgoing nucleus of a node,

“N(i) ” represents the nucleus of a node,
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“P” represents the probability of a node of packet transmission.

ALGORITHM:

BSP-NC-ALGO-4: For (all nodes i =1 to M), calculate from step 1-7
1. Du(i) = <= conny

Diufi) = - ZM conny

Siuli) = Y bwy

Sodli) = = ZMbwy

Nia(i) = Din(i) * (Sia(i) / Du(1))

Neai) = Do(i) * (Sauli) / Dowl(i))®

N(i) = Naw(i) * (Ni(i) / Now(i))?

Choose that node “i” for which the value of nucleus N(i) is maximum and apply network

W

e

(4]

© = oo

coding.

Table 3.24 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-4 keeping transmitter

range as 20.

Table 3.24: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-

NC-ALGO-4
Number of Nodes | Number of Forwarding Nodes

20 8

30 9

40 16
50 18
60 21
70 27
80 29
80 36
100 37

25



Figure 3.22 shows the number of forwarding nodes needed for Network coding in contrast to

actual number of nodes present in the system using BSP-NC-ALGO-4 keeping transmitter

range as 20.
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Figure 3.22: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-NC-

ALGO-4

Table 3.25 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-4) and

keeping transmitter range as 20.

Table 3.25: Comparison of BSP-NC-ALGO-1, 2, 3 & 4 Keeping transmitter range as 20

Niii Number of Number of Number of Number of
b of Forwarding Nodes | Forwarding Nodes | Forwarding Nodes | Forwarding Nodes
Nodes using BSP-NC- using BSP-NC- using BSP-NC- using BSP-NC-
ALGO-1 ALGO-2 ALGO-3 ALGO-4

20 12 10 9 8

30 20 18 11 9

40 28 21 18 16

50 33 23 20 18

60 41 29 24 21

70 48 31 30 27

80 53 40 32 29

90 60 47 40 36

100 68 49 41 37
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Figure 3.23 shows the comparison for number of forwarding nodes required for Network coding
in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-4) and

keeping transmitter range as 20.
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Figure 3.23: Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping transmitter range as 20

Table 3.26 shows the number of forwarding nodes required for Network coding in comparison
to actual number of nodes present in the system using BSP-NC-ALGO-4 keeping transmitter

range as 25.

Table 3.26: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 25 using
BSP-NC-ALGO-4

Number of Nodes | Number of Forwarding Nodes
20 7
30 8
40 13
50 15
60 19
70 25
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Figure 3.24 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-4 keeping transmitter

range as 25.
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Figure 3.24: Number of Nodes vs. Number of Forwarding Nodes keeping transmitter range as 25 using BSP-NC-

ALGO-4

Table 3.27 shows the comparison for number of forwarding nodes required for Network coding

in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-4) and

keeping transmitter range as 25.

Table 3.27: Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping transmitter range as 25

Num Number of Number of Number of Number of
ber of | Forwarding Nodes | Forwarding Nodes | Forwarding Nodes | Forwarding Nodes
Node using BSP-NC- using BSP-NC- using BSP-NC- using BSP-NC-
5 ALGO-1 ALGO-2 ALGO-3 ALGO-4

20 11 8 a 7

30 18 12 10 4

40 27 20 15 13

50 31 21 18 15

60 40 25 22 19

70 45 30 29 25

a0 51 40 31 26

o8




90 59 43 35 30

100 66 44 38 32

Figure 3.25 shows the comparison for number of forwarding nodes required for Network coding
in comparison to actual number of nodes present in the system using BSP-NC-ALGO-(1-4) and

keeping transmitter range as 25.
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Figure 3.25: Comparison of BSP-NC-ALGO-1, 2, 3 & 4 keeping transmitter range as 25
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3.4. Summary and Discussion

Broadcasting in a MANET has generally extraordinary attributes from that in different networks.
It could bring about mindful redundancy, collision and contention. Network coding may affect
the outline of the design of new networking and information dissemination protocols. The
simulation clearly demonstrates that BSP-NC-ALGO-3 requires minimum number of nodes
when integrated along with the concept of network coding in contrast with other two algorithms
(BSP-NC-ALGO-1 & 2) to reduce number of forwarding nodes for reducing the effect of

broadcast storm problem.

BSP-NC-ALGO -4 works on the concept of incoming traffic degree, outgoing traffic degree of
network node, and sum of input and output link bandwidth of a node of packet transmission.
BSP-NC-ALGO -4 requires minimum number of nodes in contrast to BSP-NC-ALGO 1, 2 and 3

& thus performs better.
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CHAPTER 4

ADDRESS BIT VECTOR & NETWORK
TOMOGRAPHY INTEGRATED NETWORK
CODING SCHEME IN WIRELESS NETWORK

4.1 Introduction

Network coding (NC) [68] is a strategy which is used to join a set of packets together into one
solitary packet. Packet grouping is typically carried out in 2 routes: (i) By playing out a straight
mix of the packets (ii) By playing out XOR operation. Advantages for NC can be in unwavering
quality, storage & security. Enhanced unwavering quality can be unmistakably shown in Figure
4.1 which represents NC (network coding) utilizing XOR operator. S; & S, are 2 sources & 4
collectors Dy, Dy, D and Dy. By noticing packet P; as packet generated by S; & P, created by 5,
& recipients need to get all packets, a middle hub, R can XOR the two packets to make network-
coded packet and send it to collectors which are able to remove packet P, having P, & skilled to

extricate packet P, having packet P,.

Network coding implementation is difficult due to its complex nature and the trouble of mixing
the packets with existing framework. Including a consistent combination of packets, for example,
XOR requires each hub in the system to have the ability to create such mixtures. Late work
recommends that Network coding turns out to be excessively complex when managing Gaussian

elimination [60].
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Reliability can likewise be accomplished utilizing linear combinations rather than the XOR
operation; nonetheless it is all the more expensive as far as intricacy. For the most part hubs have
restricted computational capabilities which ruin them from performing complicated arithmetic

operations.

A Network coding scheme called Network coding codes with origin information to remove
redundancy of combination is introduced in this paper. Ordinarily, in those applications, sink hub
starts round of gathering where hubs communicate processed information to the sink node. In
systems where the sink is found far from the hubs and with dynamic paths, a gathering based
convention, for example, CTP [60] can be productively used to makes the courses. Principle
reason with utilizing network coding for accomplishing unwavering quality is that coding

countless will prompt an expansive enough overhead that defeats its points of interest.

(s») (s2)

P1 P2

P1 P1
P2 P2
P1 DP2
Figure 4.1: Network Coding using XOR Operator
4.2 System Model
Our network coded algorithm is an NC convention which accomplishes reliability for
information gathering application for remote systems. We accept a two-level system with static
courses where every hub conveys its packet to a relay node. Thus, this transfer will convey got
packets to the sink. We accept systems where transfers, as a rule, are sufficiently far that they

don't catch each other. This will include complexity while accomplishing reliability since caught

packets by transfers are major in recouping packets.. In our algorithm NC is performed utilizing
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XOR operation. Just, when data packet is obtained, hubs will XOR the substance with at least
one packet which is accessible in its cradle. Then, resulting packet is sent to the next hop.

To recognize the packets which were XORed during NC, address of every packet is
incorporated into the header of the coded message. Be that as it may, this represents a vast
overhead on the span of the coded packets which at times can surpass the measure of payload.
To conquer this subject, our algorithm uses bit addresses where it alludes to the identity of the
actual originating packets.

For an illustration as appeared in Figure. 4.2, consider that relay node got packet P; and packet P,
and needs to network-code them together. Accept for effortlessness, there are just eight hubs in

system with a bit vector of size as appeared in Figure, 4.2,

Figure 4.2: Binary coding of addresses
When NC (Network coding) is performed using XOR operation, Set relating bits that allude to

the address of originating packets to bit value as “1°. For example shown in figure 4.2, bit 3 & 4
will be set to show that the coded packets contain data from hub 3 & hub 4. a bigger piece vector

will be utilized in bigger systems.

4.3 Algorithm Design

Principle thought behind our algorithm is to infuse enough excess to accomplish unwavering
quality without exhausting the power hold of the remote hubs. Our algorithm design indicates 3
actions for hubs, each with a different assignment. In Figure 4.3, hubs at the primary level will
send recorded information and can code packets. Relay nodes are in charge of decoding, coding

& sending packets. Sink hub is in charge of uncoding packets.
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Gathering begins when the sink starts a round for information accumulation. At the point when
hubs get the demand from the sink, hubs will start information exchange by sending the uncoded
parcels, for instance, Node 2 will send bundle P, to the relay hub. Then, it sits tight for a pre-
decided time to catch neighboring parcels. For every new uncoded bundle got, the hubs will
XOR its substance with its content with its list of uncoded parcels each one in turn. Just un-
coded packets are coded, as demonstrated in figure 4.3 where hubs don't action decoding. For
instance, if hub 2 catches parcels Py & P, it will along these lines send, to the relay hub, P, @ P,
and afterward P, ® P, ® P.. Additionally, for every parcel, this will set corresponding bit
addresses in headers. Normally, in the primary packet the hub will set bit location 2 & 1, & in the

second bundle it will set-piece area 3, 2, & 1.
4.4 Algorithm1: Network Coding at Nodes

Pseudo code: proposed algorithm
A, if 'Network_Coding() then
B. Hold_up for sink packet()
C. else
D. Begin Network_Coding()
E. Timer.begin()
F. Bit Address = 1<<a
G. P.Network coded=0
H. send_Packet(P.)
end if
if Hear_Packet(P;) then
if Heard_Packet_Is_Uncoded(Py;) then
P. =P, XOR P,
. P,.Coded=1
Address = 1<<a | 1<<b
Forward(P,)
end if
if Timer fired() then

o o0 zz-0 R



R. end Timer()

S. endif
P P30
P1XOR P2; P3 XOR P4;
P1 XOR P2 XOR P3 P2 XOR P3 XOR P4
Sink Nodes
P1,P2;
o @ Ezn @
S o P2 XOR P3 XOR P4

- “m mm

Figure 4.3: Wireless network
After gathering of packets (single or combined) at the relay hubs, parcels are ordered whether
they are uncoded or coded. The relay hub will interpret these bundles in planning for sending as
appeared in Algorithm 2. The point of the interpreting calculation is to achieve all parcels in their
un-coded unique format. Decode calculation functions as follows: Initial step of translating
begins with un-coded bundles. It will emphasize over uncoded bundles each in turn. Calculation

checks if the un-coded parcels exist in coded bundles.
4.5. Algorithm 2: Decoding at Relay Nodes

Pseudo code: proposed algorithm
A. Hold_up for Start();

if Heard_Packet(P,) then

if P,.uncoded == 1 then

Uncoded_Buffer.add(P,)

else

e aw
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Coded_Buffer.add(P,)

end if

end if

while( All_Packets_Uncoded() | m=n)

T o™

—

for a=1:size.Uncoded_Buffer
for b=1:size.Coded_Buffer
P = Codded_Bufferh)=

. if Cardinality(P,) >1 then
if Uncoded_Buffer(a).exists then
P = P XOR Uncoded_Buffer(a)
P.Address = P.Address XOR Uncoded_Butfer(a). Address
if Sum_up(P) ==1 then
Uncoded_Buffer.add(P)
end if
end if
end if
end for

. end for

XL <CH®"®O®OZEZ RS

end while

Sum_up() test is finished by summing up bits in the bit address vector. If outcome is 1, at that
point we have achieved the first uncoded bundle, This algorithm finds these packets by summing
up bits in bit address vector. If message is still un-decodable now, it will be put in a different
cradle anticipating further packets if any is gotten a short time later. When task of decoding
completes, the relay will get ready packets to be sent.

First: P,

Second: P, XOR P,

Third: P, XOR P; XOR P,

Fourth: P, XOR P; XOR P; XOR P,

At last the sink will get the parcels from all transfers and will play out the interpreting

calculation depicted befare.
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4.6. Experiment and Result

To confirm the accuracy of the proposed work, we have tested the above said algorithm on three
distinct systems. The systems comprise of a solitary sink, 5 relay nodes and we shifted the

quantity of hubs from 10 to 20 as indicated Figure. 4.4, 4.5 & 4.6.

‘sum

® & 0o ¢

00000000 O®

Figure 4.4: Network with Ten nodes

‘ﬂnﬁuodu
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000 000000000000

Figure 4.5: Network with Fifteen nodes

67



.mm

® © o0 o

000 0000
MNodes

0000 0000 0000 000

)'

Figure 4.6: Network with Twenty nodes

Simulation for each of the 3 systems was rehashed ten times. For every emphasis, we diverged
amount of packet loss from zero percent to almost hundred percent of the first parcels sent by
hubs. The packet loss was randomized. As appeared in Figure 4.7, 4.8 & 4.9, our algorithm could
recoup most parcels even in unforgiving conditions where the error presented was hundred
percent. The achievement proportion was up to 90% percent when the systemn comprises of ten

hubs as appeared in Figure 4.7,

Table 4.1 illustrates the simulation end results for “Number of packet lost vs. success delivery

ratio” in a network with ten nodes using BSP-NC-ALGO-5,

Table 4.1: Simulation Results- Network with Ten nodes using BSP-NC-ALGO - 5

Number of Packet Lost | Success Delivery Ratio
100
99
98
97
96
95
94
93
92
91
90
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Figure 4.7 shows the simulation end results for “Number of packet lost vs. success delivery

ratio” in a network with ten nodes using BSP-NC-ALGO-5.
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Figure 4.7: Simulation Results- Network with Ten nodes

Table 4.2 represents the simulation end results for “Number of packet lost vs. success delivery

ratio” in a network with Fifteen nodes using BSP-NC-ALGO-5.

Table 4.2: Simulation Results- Network with Fifteen nodes using BSP-NC-ALGO-5

Number of Packet Lost | Success Delivery Ratio
0 100
99
98
97
96
95
92
90
89
88
86
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Figure 4.8 mentions the simulation end results for “Number of packet lost vs. success delivery

ratio” in a network with fifteen nodes using BSP-NC-ALGO-5.
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Figure 4.8: Simulation Results- Network with Fifteen nodes

In Figure 4.8 and 4.9, the execution weakens in light of the fact that the quantity of parcels sent
is less since the quantity of hubs per relay node increased. In this manner, when the quantity of
hubs increment in a similar hop, the quantity of overheard parcels is lessened & thusly the
quantity of sent packets. Our algorithm just sends the coded & original un-coded packet from
nearby neighbors.

To exhibit the impact of including more hubs, we reenacted a system of 8 hubs and 4 transfers.
Then, we quantified the quantity of packet sent & the level of redundancy. The redundancy is
figured as for original parcels sent. For a case, an excess of two hundred percent implies that the

quantity of bundles sent is double the quantity of unique parcels.

Table 4.3 represents the simulation end results for “Number of packet lost vs. success delivery

ratio” in a network with twenty nodes using BSP-NC-ALGO-5.
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Table 4.3: Simulation Results- Network with Twenty nodes using BSP-NC-ALOGO-5

Number of Packet Lost | BSP-NC-ALGO-5
0 100
99
98
97
96.5
94
90
88
85
83
80
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=

Figure 4.9 represents the simulation end results for “Number of packet lost vs. success delivery

ratio” in a network with twenty nodes using BSP-NC-ALGO-5.
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Figure 4.9; Simulation Results- Network with Twenty nodes

Table 4.4 reveals the simulation end results for “Number of packet sent vs. total number of

nodes” using BSP-NC-ALGO-5.
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Table 4.4: Total number of packets sent with respect to number of nodes using BSP-NC-ALGO-5

Mo. of Packets Sent

Total Number of Nodes | Number of Packets Sent
10 15
15 23
20 30
25 35
30 42
45+
| |
40+
= BSP-NC-ALGO-5
35 4 [ ]
30 4 ']
25 4
n
20 -
15 [ |
10 4
5 -
0 1 1 | | ) 1 1
0 5 10 15 20 25 30 35

Total No. of sensor Nodes

Figure 4.10: Total number of packets sent with respect to number of nodes

Considering Figures 4.10 and 4.11, quantity of hubs is set to twenty while keeping network with
neighboring hops to one, the repetition is 1.4, If 100% of the bundles are lost; the framework

won't have the capacity to recoup all parcels. In this way, in unforgiving conditions, it is

accepted that the number of hubs ought to be increased.

Table 4.5 conveys the simulation results for % of packet sent vs. total number of nodes using

BSP-NC-ALGO-5.

Table 4.5: “% of packets sent with respect to number of nodes” using BSP-NC-ALGO-5
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Total Number of Nodes | % of Packets Sent
10 182
15 152
20 127
25 118
30 105

Figure 4.11 shows the simulation results for % of packet sent vs. total number of nodes using

BSP-NC-ALGO-5.
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Figure 4.11: % of packets sent with respect to number of nodes

Table 4.6 shows the number of forwarding nodes required for Network coding in comparison to
actual number of nodes present in the system using BSP-NC-ALGO-5 while keeping
transmitter range as 20,

Table 4.6: Number of Nodes V/s. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-

NC-ALGO-5
Number of Nodes | Number of Forwarding Nodes
20 7
30 9
40 14
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50 16
60 20
70 27
80 28
90 33
100 35

Figure 4.12 shows the number of forwarding nodes required for Network coding in comparison

to actual number of nodes present in the system using BSP-NC-ALGO-5 while keeping

transmitter range as 20.
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Figure 4.12: Number of Nodes V/s. Number of Forwarding Nodes keeping transmitter range as 20 using BSP-NC-

ALGO-5

Table 4.7 shows the comparative analysis of number of forwarding nodes required for Network

coding in comparison to actual number of nodes present in the system using BSP-NC-ALGO-

(1-5).
Table 4.7: Comparison of BSP-NC-ALGO-1,2,3,4 & 5
Number of Number of Number of Number of Number of
Forwarding Forwarding Forwarding Forwarding Forwarding
Number ; 3 " P ;
of Nodes Nodes using | Nodes using | Nodes using | Nodes using | Nodes using
BSP-NC- BSP-NC- BSP-NC- BSP-NC- BSP-NC-
ALGO-1 ALGO-3 ALGO-3 ALGO-4 ALGO-5
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20 11 8 8 7 7

30 18 12 10 8 9

40 27 20 15 13 14
50 31 21 18 15 16
60 40 25 22 19 20
70 45 30 29 25 27
80 51 40 31 26 28
90 59 43 35 30 33
100 66 44 38 32 35

Figure 4.13 shows the comparative analysis of number of forwarding nodes required for
Network coding in comparison to actual number of nodes present in the system using BSP-NC-
ALGO-(1-5).
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Figure 4.13: Comparative analysis BSP-NC-ALGO-(1-5)
Approach 2
Consider Figure. 4.14 with 7 leaves (1,2,3,4,10,11,12) and 5 intermediate nodes (5,6,7,8,9).
Presume that nodes 1, 10 act as sources S;, S, and send probes p; = [10], p. = [01] in that order.

Rest leaves act as receivers.
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Figure 4.14: Network with 2 Source, 7 leaf and 5 Intermediate Nodes

Algorithm:
Iteration 1: Consider the set SET which comprises of all leaf nodes.

1. Two leaf nodes start working as sources Si, S:; sending probes Py, P2 respectively.

All other leaves S - {S,; S.} act as receivers.
2. Partition SET (into SET, U SET, U SET; ) as follows.

a) SET, contains S; and all receivers that receive p,.
b) SET: contains S: and all receivers that receive p..
) SET; contains all receivers that receive p, = pl @ p2.

3. I SET,# ¢, replace the original graph with the three sets SET,, SET:, SET..

4, If SET; = ¢,, replace the original graph with two sets SET,, SET:, connected through a
single edge.

Iteration i:

1. Consider any 1 previously identified SET; and repeat.
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2. As done earlier, two leaves in SET| act as sources S, and S; and all remaining nodes in

SET; act as receivers.

3. Node A; that connects SET,; to the network will act as an aggregate receiver; whatever
packet is received by A; will be multicasted and received by all leaves in SET that are not
in SET

4. Repeat the exact same procedure as in iteration 1 to reveal the structure of SET; .

Connect the component to the network depending on what packet is received by A,
5. Remove vertices of degree two this way and so on.

Illustration of Algorithm

s B ) (o) paesi)
e 8| (Om
© "
O

B () paesal
2® Gm

Figure 4.15: Illustration of Algorithm

In figure 4.15, Intermediate node 5 receives p; & forwards it to leaf 2 and to node 7. Likewise,
node 8 receives p; & forwards it to node 9 (which in turn forwards it to leaves 11, 12) and to
node 7. Probe packets p; & p. turn up at node 7, which adds them, creates packet p; = p; @ p: =
[11], & aheads ps to node 6, which in turn aheads it to leaves 3, 4. Leaf 2 obtains p, leaves 11,
12 obtain p; & leaves 3, 4 obtain p; = p; @ p..

Partition:

SET, = {1, 2}; leaf nodes having packet p, and source S,
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SET: = {10, 11,12} ; leaf nodes having packet p;and source S,
SET: = {3, 4} ; leaf nodes having packet p:

Table 4.8 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping value of Probe messages (M=1) and iteration “

i”as 1.

Table 4.8: “Percentage Loss Probability ‘p™ Vs. “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=1; i=1

““Percentage Loss «
Probability ‘p’”on Every Percentage Wrong
o Inference of topology SET”
Link
0.5 5
1 9
1.5 14
2 19
2.5 24
3 27
3.5 30
4 33
4.5 38
5 41
5.5 45
6 47
6.5 49
7 51
7.5 55
8 57
8.5 55
9 60
9.5 62
10 64

Figure 4.16 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of
topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=1) and
i ill

iteration as 1.
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Figure 4.16: “Percentage Loss Probability *p™™ Vs. “Percentage Wrong Inference of topology SET" using BSP-NC-
ALGO-6; M=1; i=1
Table 4.9 shows the “Percentage Loss Probability ‘p’™ Vs. “Percentage Wrong Inference of
topology SET” using BSP-NC-ALGO-6 keeping values of Probe messages (M=2) and iteration “

i”as 1.

Table 4.9: “Percentage Loss Probability ‘p'™ Vs, “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=2; i=1

““Percentage Loss Probability I ‘Percentage Wrong
“p’”on Every Link” nference of ’t!npulogy
SET
0.5 0.5
1 0.8
1.5 0.9
2 1.2
2.5 1.3
3 46
3.5 5.5
4 7
4.5 9
5 10
5.5 11
6 15
6.5 16
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7 18
7.5 20
8 22
8.5 24
9 26
9.5 27
10 30

Figure 4.17 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=2) and

iteration “i” as 1.
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Percentage Loss Probability 'p' on Every Link
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Figure 4.17: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET” using BSP-NC-
ALGO-6; M=2; i=1

Table 4.10 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=4) and

iteration “ i” as 1.

Table 4.10: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET" using BSP-
NC-ALGO-6; M=4; i=1
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““Percentage Loss “Percentage Wrong
Probability ‘p"”on Every Inference of topology
Link” SET”
0.5 0.5
1 0.8
1.5 0.9
2 1.2
2.5 1.1
3 1.7
3.5 2.5
4 3.6
45 4.3
5 5.6
5.5 6.3
6 7.1
6.5 7.6
7 4.3
7.5 8.7
8 9.3
8.5 9.7
9 10.3
9.5 11.1
10 12

Figure 4.18 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of
topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=4) and

iteration “i"” as 1.
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FIGURE 4.18: “Percentage Loss Probability “p*” Vs, “Percentage Wrong Inference of topolegy SET™ using BSP-
NC-ALGO-G; M=4; i=1

Table 4.11 shows the “Percentage Loss Probability ‘p’™” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=8) and

iteration “ i” as 1.

Table 4.11: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=8; i=1

““Percentage Loss Probability “Percentage Wrong
‘n*"on Every Link” Inference of :opulogy

SET

0.5 0.1

1 0.12

1.5 0.13

2 0.14

25 0.16

3 0.2

3.5 0.24

4 0.3
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4.5 0.34
5 0.39
5.5 0.44
6 0.47
6.5 0.54
7 0.59
7.5 0.64
8 0.67
8.5 0.69
9 0.73
9.5 0.75
10 0.77

Figure 4.19 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=8) and

iteration “ i" as 1.
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FIGURE 4.19: “Percentage Loss Probability ‘p"” Vs. “Percentage Wrong Inference of topology SET” using BSP-

NC-ALGO-6; M=8§; i=1
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Table 4.12 shows the comparative analysis of “Percentage Loss Probahility ‘p’” Vs. “Percentage

Wrong Inference of topology SET” using BSP-NC-ALGO-6 keeping diverse values of messages
(Probe M=1, 2, 4 and 8) and iteration “i” as 1.

Table 4.12: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET™ using BSP-
NC-ALGO-6; i=1; M=1,24 & 8

aup, “Percentage “Percentage “Percentage “Percentage
ercentage
Loss Probability . Wrong Wrong Wrong Wrong
c am nference of Inference of Inference of Inference of
P lﬂir:-.i:er}' topology topology topology SET” ; topology
3 SET” ;M=1 SET” ;M=2 M=4 SET” ;M=8
0.5 5 0.5 0.5 0.1
1 0.8 0.8 0.12
1.5 14 0.9 0.9 0.13
2 19 1.2 1.2 0.14
2.5 24 1.3 1.1 0.16
3 27 4.6 1.7 0.2
3.5 30 2.5 2.5 0.24
4 33 7 3.6 0.3
4.5 38 9 4.3 0.34
5 41 10 5.6 0.39
5.5 45 11 6.3 0.44
6 47 15 7.1 0.47
6.5 49 16 7.6 0.54
7 51 18 8.3 0.59
7.5 55 20 8.7 0.64
8 57 22 9.3 0.67
8.5 59 24 9.7 0.69
9 60 26 10.3 0.73
9.5 62 27 11.1 0.75
10 64 30 12 0.77

Figure 4.20 shows the comparative analysis of “Percentage Loss Probability ‘p’” Vs,

“Percentage Wrong Inference of topology SET” using BSP-NC-ALGO-6 keeping diverse values

of messages (Probe M=1, 2, 4 and 8) and iteration * i” as 1.
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Figure 4.20: Comparative analysis of BSP-NC-ALGO fori=1 & M=1,2,4 & 8

Table 4.13 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of
topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=1) and

iteration “ i” as 2.

Table 4.13: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=1; i=2

““Percentage Loss Probability “Percentage Wrong
‘p’”on Every Link” Inference of topology SET”
0.5 2.5
1 45
] e 7
2 9.5
2.5 12
3 13.5
3.5 15
4 16.5
4.5 19
5 20.5
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b5 225
6 23.5
6.5 24.5
7 25.5
7.5 27.5
8 28.5
8.5 29.5
9 30
9.5 31
10 32

Figure 4.21 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=1) and

iteration “ i” as 2.

| = BSP-NC-ALGO-6; M=1; i=2 "
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Percentage Loss Probability 'p' on Every Link

Figure 4.21: “Percentage Loss Probability ‘p"” Vs. “Percentage Wrong Inference of topology SET” using BSP-NC-

ALGO-6; M=1; i=2

Table 4.14 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=2) and

iteration “ i” as 2.
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Table 4.14: “Percentage Loss Probability ‘p™ Vs, “Percentage Wrong Inference of topology SET* using BSP-

NC-ALGO-6; M=2; i=2

““Pgr.t en‘ta,%e Loss “Percentage Wrong
Prohahlhty' p " on Every Inference of topology SET”
Link
0.5 0.25
1 0.4
1.5 0.45
2 0.6
2.5 0.65
3 2.3
3.5 2.75
4 3.5
4.5 4.5
5 5
5.0 5.5
6 7.5
6.5 8
7 9
7.5 10
8 11
8.5 12
9 13
9.5 13.5
10 15
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Figure 4.22: “Percentage Loss Probability ‘p™ Vs. “Percentage Wrong Inference of topology SET” using BSP-NC-
ALGO-6; M=2; i=2

Table 4.15 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of
topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=4) and
iteration “i” as 2.

Table 4.15: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=4; i=2

““Percentage Loss Probability ‘p’”on Every | “Percentage Wrong Inference of topology
Link” SET”
0.5 0.25
1 0.4
1.5 0.45
2 0.6
2.5 0.55
3 0.85
3.5 1.25
4 1.8
4.5 2.15
5 2.8
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5.5 3.15

6 3.55
6.5 3.8
7 4.15
7.5 4.35
8 4.65
8.5 4.85
9 5.15
9.5 5.55
10 6

Figure 4.23 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of

topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=4) and
iteration “ 1" as 2.
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Figure 4.23: “Percentage Loss Probability *p™ Vs. “Percentage Wrong Inference of topology SET” using BSP-NC-
ALGO-6; M=4; 1=2

Table 4.16: “Percentage Loss Probability ‘p*” Vs. “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=8; i=2
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““Percentage Loss Probability “Percentage Wrong
‘p’"on Every Link” Inference of topology SET”
0.5 0.08
1 0.09
1.5 0.10
2 0.11
2.5 0.12
3 0.15
3.5 0.18
4 0.23
4.5 0.26
5 0.30
5.5 0.34
6 0.36
6.5 0.42
7 0.45
7.5 0.49
8 0.52
8.5 0.53
9 0.56
9.5 0.58
10 0.59

I T

Figure 4.24 shows the “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of
topology SET” using BSP-NC-ALGO-6 keeping different values of Probe messages (M=8) and

iteration “ i” as 2.
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Figure 4.24: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET” using BSP-NC-
ALGO-6; M=8; i=2

Table 4.17 shows the comparative analysis of “Percentage Loss Probability ‘p’” Vs. “Percentage
Wrong Inference of topology SET” using BSP-NC-ALGO-6 keeping diverse values of messages
(Probe M=1, 2, 4 and 8) and iteration “i” as 2.

Table 4.17: “Percentage Loss Probability ‘p’” Vs. “Percentage Wrong Inference of topology SET” using BSP-
NC-ALGO-6; M=1, 2,4 & 8; i=2

«“Percentage “Percentage “Percentage “Percentage “Percentage
Loss Probabilit Wrong Wrong Wrong Wrong
iin y Inference of Inference of Inference of Inference of
P Lo::nf’:’ i topology topology topology SET” ; topology
SET” ;M=1 SET” ;M=2 M=4 SET” ;M=8
0.5 2.5 0.25 0.25 0.08
1 4.5 0.4 0.4 0.09
1.5 7 0.45 0.45 0.10
2 9.5 0.6 0.6 0.11
2.5 12 0.65 0.55 0.12
3 13.5 2.3 0.85 0.15
3.5 15 2.75 1.25 0.18
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4 16.5 3.5 1.8 0.23
4.5 19 4.5 2.15 0.26
5 20.5 5 2.8 0.30
5.5 22.5 5.5 3.15 0.34
6 23.5 7.5 3.55 0.36
6.5 24.5 8 3.8 0.42
7 25.5 9 4.15 0.45
7.5 27.5 10 4.35 0.49
8 28.5 11 4.65 0.52
8.5 29.5 12 4.85 0.53
9 30 13 5.15 0.56
9.5 31 13.5 5.55 0.58
10 32 15 6 0.59
Figure 4.25 shows the comparative analysis of “Percentage Loss Probability ‘p’” Vs.

“Percentage Wrong Inference of topology SET” using BSP-NC-ALGO-6 keeping diverse values

of messages (Probe M=1, 2, 4 and 8) and iteration “ i” as 2.
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Figure 4.25: Comparative analysis of BSP-NC-ALGO fori=2 & M=1,2,4 &8
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Table 4.18 shows the comparative analysis of number of forwarding nodes required for
Network coding in comparison to actual number of nodes present in the system using BSP-NC-

ALGO-(1-6).

Table 4.18: Comparison of BSP-NC-ALGO-1, 2,3,4,5 & 6

Number of | Number of | Number of | Number of | Number of | Number of
Numbe Forwardin | Forwardin | Forwardin | Forwardin | Forwardin | Forwardin
v of g Nodes 8 Nodes 8 Nodes 8 Nodes g Nodes g Nodes
Nodes | Using BSP- | using BSP- | using BSP- | using BSP- | using BSP- | using BSP-
NC- NC- NC- NC- NC- NC-
ALGO-1 ALGO-2 ALGO-3 ALGO-4 ALGO-5 ALGO-6
20 11 8 8 7 7
30 18 12 10 8 9 7
40 27 20 15 13 14 13
50 31 21 18 15 16 14
60 40 25 22 19 20 18
70 45 30 29 25 27 22
80 51 40 31 26 28 24
90 59 43 35 30 33 27
100 66 44 38 32 35 29

Figure 4.26 shows the comparative analysis of number of forwarding nodes required for
Network coding in comparison to actual number of nodes present in the system using BSP-NC-

ALGO-(1-6).
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Figure 4.26: Comparison of BSP-NC-ALGO-(1-6)

4.7. Summary and Discussion

The proposed algorithm BSP-NC-ALGO-5 uses the XOR operator to network-code the
different packets. Besides, this utilizes bit addresses to which brings down the measure of bytes
sent per packet. Also, utilizing bit addresses to help in recognizing the quantity of packets
incorporated into each coded packet and permits to effortlessly distinguishing which packet are
incorporated into the coded message. Testbeds were led on three distinct systems where the
quantity of nodes is expanded. “SET Partition theory-based algorithm (BSP-NC-ALGO-6)
when integrated with Network Coding” approach distinguishes and comprises nodes based on
the fact of bundles of different network coded reduces the Number of Forwarding nodes for re-
transmission in contrast to actual number of nodes. Proposed algorithm BSP-NC-ALGO-6
performs better than BSP-NC-ALGO-5.
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CHAPTER 5

IMPROVING THE AVERAGE NUMBER
OF NETWORK CODED TRANSMISSION
IN AODV ROUTING PROTOCOL WITH
NETWORK CODING SCHEME

5.1 Introduction

Network Coding is a newly emerged standard to competently broadcast the data in wireless
scenarios, where message flows originating from diverse sources are joined to improve the
throughput & raise robustness. As opposed to long-established store & forward style [78], this
actualizes a store and forward procedure, where each node stocks approaching packets in

particular buffer & forward their XORed output.

Primarily, an individual network administrator has to make out a sub-graph provided that link
capacity can uphold the multicast connections. Secondly, the network code can be built self-
governing of that subgraph. Then over again, in the dissimilar unicast situations, the matter of
choosing a sub-graph & the network code formation must be tackled jointly. The determination
of the sub-graph is typically displayed as a breakthrough issue on flows in the network, while the
network code formation is algebraic issue. Since we need to embark upon both issues equally,

we bound to basic network codes [79].
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The advantage of NC (Network coding) in case of multicast network can be elucidated by the
network presented in Figure 5.1 (a), where source node is “A”, & nodes “D” & “E”are the two
beneficiaries. The transmission links in the broadcast system have the limit one. Source
node A has two (2) bits, “b;” and “b,” to forward to beneficiaries. In the commencement, we
capture the customary multicast scheme w/o network coding approach has appeared in Figure
5.1(b). Bit “b,” can arrive “D” along the way “A” to “B” & then “B” to “D”. Bit “b,” can arrive
“E” along the way “A” to “C” and then “C” to “E”. When node “F” gets both bits, it requires
forwarding them to node “G” in sequence. Assume it advances bit by first, at that point “D” and
“E” gets both bits “b,” and “b,”. At the point when node “F” gets the both bits, it primarily
makes an XOR operation to themn. At that point it forwards the XORed bit to node “G”. When
beneficiaries “D” or “E” get XORed version, it can convalesce first bit “b,” &“b,” by XORing

the XORed bit with another [80] .

An essential end result that started the eagerness for network coding is that it can offer the
throughput gain. When the ‘N’ beneficiaries plum the network assets, each beneficiary can get
the greatest rate it might like to get, in spite of of the fact that it was utilizing all system assets
autonomous from anyone else. Along these lines, network coding can preferably offer accessible
network assets [80].

From the perspective of network security, network coding offers both advantages and
disadvantages. As a case we again take the butterfly network of Figure. 5.1 (b), if a hacker
acquires the coded packet b1® b2, it is unrealistic for him to acquire either bl or b2. This is a
security advantage.

Another point of interest of network coding in this appreciation is that it encourages the
utilization of a sub-graph containing numerous ways to every sink node. At the point when
network coding is done crosswise over multiple paths, it offers valuable potential outcomes for
data security against foes.

Then again network coding at transitional nodes offers some new dangers in the system. Coded

packets that include some wrong packet result in more mistaken mix packets.
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Figure 5.1: Multicast network (a) Butterfly network (b) Multicast scenario without NC (¢} Multicast scenario along
with NC

5.2 Proposed Algorithm
In our approach, AODV protocol is integrated with Network Coding (NC) approach to make

maximum utilization of both the theories. AODV has following main procedures.

Path Discovery
Process begins when source node “S” looks to trade several packets with other node for which it
has nil routing information [81]. Every node sustains 2 different counters: a broadcast id & node

sequence number.

Following fields are accompanied by a Route Request:

(‘source-address’; ‘source-sequence-number’; ‘broadcast-id’; ‘destination-address’; dest-
sequence-number’, ‘hop-count’)

When an origin node “S” issues a new Route Request, the broadcast__id is increased. When a
node obtains a Route Request, and if it has received a Route Request with the same id & source

address in advance, This node drops the copy of Route Request [81].
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Reverse Path Setup
A node preserves proof of the address of the neighbor from which it has attained the first copy
of Route Request to set up the reverse path. To go over the network, those reverse path route logs

are kept for sufficient time for the Route Request [82].

Forward Path Setup

At the point when the Route Request comes at a node that has a way to beneficiaries, it figures
out if the root is current by looking at the destination sequence number. If sequence number in
RREQ is higher than that maintained by the moderate node, the moderate node must not utilize

its recorded path.

Route Table Management
For every entry, active neighbor”s address is documented through which packets for the given
destination are obtained. A neighbor is understood as if it forwards at least 1 packet for that

destination.

In the advised algorithm, using AODV from a known graph G, paths between each pair of
nodes are determined. Then for every node, the count of reiteration of each of its nexthops for
dissimilar destinations are recorded. Next hops are chosen for which the count is maximum. For
these next hops of a node, the edges connecting them with the node are retained as they were in
the original graph, while others are deleted. Thus, a subgraph of the original graph G* is created.

Network coding (NC) algorithm is performed over that sub-graph.
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Algorithm (G)

A. By using AODV algorithm, routes are found out for every pair of nodes.

B. For ¥ node “p” in graph G, do

C. for Node “q"=1to 'n’ do

D. for Node “r’=1to ‘n’ do

E. m.nexthops €< next_hop for source=q, destination=r

F. Counts € reiterations for each Nexthop

G. end for

H. end for

I.  p.Max = max(p.Counts), nexthop for which count = max is recorded and stored in
p.Neighbors

J. end for

K. For Nodes p=1ton do

L. for g=1to n do

M. if g € i.neighbors then

N. matrix(p,q)=1

0. else

P. matrix(p,q)=0

Q. endif

R. end for

S. end for

T. Graph G is drawn between nodes i & j if matrix(p,q)=1.

U. Network Coding algorithm is implemented on graph G ,sub-graph of G.

5.3. Experiment and Results

Maximum allowed degree of a node is taken as 5 for the end simulation intention and algorithm

is tested on 50 number of nodes. Table 5.1 shows the “Average Transmission per Node vs.

Forwarding Factor” using traditional network coding (NC) scheme.
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Table 5.1: “Average Transmission per Node vs. Forwarding Factor” using Traditional Network Coding

Scheme
Forwarding factor | Average Transmission per Node

0.05 2.5
0.1 5
0.15 7.5
0.2 10
0.25 12.5
0.3 15
0.35 17.5
0.4 20
0.45 225
0.5 25
0.55 27.5
0.6 30
0.65 32.5
0.7 35
0.75 37.5
0.8 40
0.85 42.5
0.9 45
0.95 475

1 50

Figure 5.2 reveals the graph between “Average Number of Transmissions per Node vs.

Forwarding Factor” in case old network coding scheme.
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Figure 5.2: “Average Number of Transmissions per Node vs. Forwarding Factor” using Traditional Network

Coding Scheme

Table 5.2 shows the “Average Transmission per Node vs. Forwarding Factor” BSP-NC-ALGO-
7.

Table 5.2: “Average Number of Transmissions per Node vs. Forwarding Factor” using BSP-NC-ALGO-7

Forwarding factor | Average Transmission Per Node
0.05 1
0.1 1.2
0.15 1.4
0.2 1.5
0.25 1.6
0.3 3.5
0.35 3
0.4 7
0.45 10
0.5 11
0.55 13
0.6 15
0.65 17
0.7 20
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0.75 21
0.8 22

0.85 24
0.9 27

0.95 29
1 30

Figure 5.3 reveals graph between “Average Number of Transmissions per Node vs. Forwarding

Factor” in our proposed scheme BSP-NC-ALGO-7.
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Figure 5.3: “Average Number of Transmissions per Node vs. Forwarding Factor” using BSP-NC-ALGO-7

Table 5.3 shows the Comparison of Traditional Network Coding Scheme and BSP-NC-ALGO-7

based on Average Number of Transmissions per Node versus Forwarding Factor .

Table 5.3: Comparison of Traditional Network Coding Scheme and BSP-NC-ALGO-7 based on “Average

Number of Transmissions per Node vs. Forwarding Factor”
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Average Transmission Per Average Transmission Per
Forwarding factor Node using Traditional Node using BSP-NC-
Network Coding Scheme ALGO-7

0.05 25 1
0.1 3 1.2
0.15 7.5 1.4
0.2 10 1.5
0.25 12.5 1.6
0.3 15 3.5
0.35 17.5 K
0.4 20 7
0.45 225 10
0.5 25 11
0.55 27.5 13
0.6 30 15
0.65 32.5 17
0.7 35 20
0.75 37.5 21
0.8 40 22
0.85 42.5 24
0.9 45 27
0.95 47.5 29

1 50 30

Figure 5.4 shows the Comparison of Traditional Network Coding Scheme and BSP-NC-ALGO-7

based on “Average Number of Transmissions per Node vs. Forwarding Factor”.
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Figure 5.4 -Comparison of Traditional Network Coding Scheme and BSP-NC-ALGO-7 based on “Average Number

of Transmissions per Node vs. Forwarding Factor”

Table 5.4 shows the number of forwarding nodes required for Network coding in comparison to

actual number of nodes present in the system using BSP-NC-ALGO-7.

Table 5.4: Number of Nodes vs. Number of Forwarding Nodes using BSP-NC-ALGO-7

Number of Nodes | Number. of Forwarding Node
20 8
30 10
40 15
50 17
60 22
70 29
80 30
90 35
100 37
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Figure 5.5 shows the Number of Forwarding Nodes required for Network Coding vs. Number of
Nodes using BSP-NC-ALGO-7.

Table 5.5 shows the comparative analysis of number of forwarding nodes required for Network
coding in comparison to actual number of nodes present in the system using BSP-NC-ALGO-

(1-7).

Table 5.5: Comparison of BSP-NC-ALGO-(1-7)

Number | Number | Number Number | Number | Number | Number
of of of of of of of
Numb | Forwardi | Forwardi | Forwardi | Forwardi | Forwardi | Forwardi | Forwardi
erof | ng Nodes | ng Nodes | ng Nodes | ng Nodes | ng Nodes | ng Nodes | ng Nodes

Nodes using using using using using using using
BSP-NC- | BSP-NC- | BSP-NC- | BSP-NC- | BSP-NC- | BSP-NC- | BSP-NC-
ALGO-1 | ALGO-2 | ALGO-3 | ALGO-4 | ALGO-5 | ALGO-6 | ALGO-7

20 11 8 8 7 7 G 8
30 18 12 10 8 9 7 10
40 27 20 15 13 14 13 15
o0 31 21 18 15 16 14 17
60 40 25 22 19 20 18 22
70 45 30 29 25 27 22 29
80 31 40 31 26 28 24 30
90 59 43 35 30 33 27 35
100 66 a4 38 32 35 29 37

Figure 5.6 reveals the comparative analysis of number of forwarding nodes required for
Network coding in comparison to actual number of nodes present in the system using BSP-NC-

ALGO-(1-7).
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Table 5.6 shows the comparative analysis of number of forwarding nodes required for Network
coding in comparison to actual number of nodes present in the system using BSP-NC-ALGO-

(1-7) and previous broadcast storm problem subtracting schemes.

Table: 5.6: Comparison of Previous BSP subtracting schemes and BSP-NC-ALGO-(1-7)
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20 16 15 14 13 12 11 a 8 7 7 6 8
30 24 22 20 20 19 18 12 10 8 9 7 10
40 32 31 29 29 28 27 20 15 13 14 13 15
50 40 37 35 33 32 31 21 18 15 16 14 17
60 48 45 42 42 42 40 25 22 19 20 18 22
70 o6 52 48 47 46 45 30 29 25 27 22 29
80 64 58 55 54 53 51 40 31 26 28 24 30
90 72 67 63 62 61 59 43 35 30 33 27 35
100 80 72 68 67 67 66 44 38 32 35 29 37

Figure 5.7 shows the comparative analysis of number of forwarding nodes required for Network
coding in comparison to actual number of nodes present in the system using BSP-NC-ALGO-

(1-7) and previous broadcast storm problem subtracting schemes.
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Figure 5.7: Comparison of Previous BSP subtracting schemes and BSP-NC-ALGO-(1-7)

5.4. Summary & Discussion

From above discussions, facts and figures, it is apparent that on integrating Network coding
scheme with AODV protocol, algorithm formed is much more capable as compared to the
elderly Network coding scheme as less number of average transmissions are needed per node.
The improvement in the performance of the projected AODV integrated Network coding scheme
upon the original Network coding scheme increases with increase in density. Therefore a basic
modification of discovering a reduced sub-graph from first original sub-graphs utilizing AODV

routing scheme can augment the execution of Network Coding to an awesome degree.
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CHAPTER 6

CONCLUSION AND FUTURE SCOPE

6.1. Conclusion

Regardless the fact that wireless is progressively the preferred mode of network access, the
present wireless systems are not prepared to meet the demands of emerging high bandwidth
applications. Current deployed wireless mesh work systems are fabricated using a structure
established in wired network design, which at last limits throughput. This thesis advocates an
elective architecture built around network coding and shows that it can give enormous cost

saving by decreasing number of forwarding nodes that codes packet together.

Broadcasting in a MANET has generally extraordinary attributes from that in different networks.
It could bring redundancy, collision and contention. Network coding may affect the outline of the
design of new networking and information dissemination protocols. The simulation clearly
demonstrates that considering neighborhood information when integrated with network coding
architecture (BSP-NC-ALGO 1,2,3) requires less number of forwarding nodes in contrast with
other algorithms like Counter-based scheme, Location-based scheme, Probabilistic scheme,
Distance-based scheme and Cluster-based scheme to reduce the effects of Broadcast Storm

problem .
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Proposed Algorithm (BSP-NC-ALGO-4) utilizing the network attributes like incoming traffic
degree, outgoing traffic degree, sum of input and output link bandwidth of a node of packet
transmission requires less number of forwarding nodes in contrast with global network
information based algorithm (BSP-NC-ALGO 1,2,3) and thus performs better. Besides, these
algorithms utilize bit addresses to which brings down the measure of bytes sent per packet. Also,
utilizing bit addresses (BSP-NC-ALGO-5) to help in recognizing the quantity of packets
incorporated into each coded packet and permits to effortlessly distinguishing which packet are

incorporated into the coded message.

SET Partition theory based algorithm Proposed Algorithm (BSP-NC-ALGO-6) when integrated
with Network Coding approach distinguishes and comprises nodes based on the fact of bundles
of different network coded reduces the Number of Forwarding nodes for retransmission in
contrast to actual number of nodes and performs the best way in all proposed algorithms. The
enhancement in the performance of the proposed AODV integrated Network coding scheme
(BSP-NC-ALGO-7) over the original Network coding scheme increases with increase in density.
Hence a basic alteration of discovering a reduced sub-graph from the first sub-graph utilizing

AODV routing scheme can enhance the execution of Network Coding to an awesome degree.

This thesis incorporates the above thoughts into a practical network-coded wireless architecture.
Further, it coordinates network coding inside the present stack, creates practical coding and
decoding algorithms, gives model executions of the proposed structures, and testbed assessments
that show huge execution gains in terms of number of forwarding nodes performing coding of
packets together. Along these lines, we believe that this work puts forth a solid defense for an

elective wireless network design dependent on network coding.

The frameworks in this thesis tended to the significant difficulties associated with carrying the
hypothesis of network coding to practice and incorporating it into the present system stack. We
have learnt innumerable noteworthy lessons while taking a shot at this usage. Especially, it pays
to be opportunistic. The productivity of broadcasting gives off an impression of being straight

forwardly related to the construction of a connected dominating set of minimal size,
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6.2 Future Scope

At the end of the day, this dissertation is about building an inter-disciplinary approach to design
future wireless networks. Future research includes applying these proposed algorithm to make
network coded routing more scalable, A challenge in our view is how to control a lot of overhead
where our proposed algorithm are promising and avoiding any overhead. We might attempt to
ensure collision free transmission with nearly higher probability. The future work will be
centered around the versatile procedure, permitting an expansion in the coding productivity in
wireless systems. The new arrangement ought to effectively respond on connections quality,
organize structure changes because of nodes versatility, and the dynamic idea of remote
interchanges. It ought to likewise be free of the communicated transmission. At long last, it
should consolidate some dimension of knowledge, considering us to modify the network coding
procedures to a traffic type, steering data, and other conceivable cross layer information. In our
future work, we need to check whether the gains related with network coding are likewise seen

in scalable network devices.
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Comparison study of our proposed algorithm with other existing standard
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