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Abstract 
  

A Mobile Ad hoc Network (MANET) is basically a collection or group of wireless nodes 

that can move arbitrarily and can form a dynamic network without the need of an existing 

infrastructure or we can say a centralized management unit. MANET is configured 

automatically and the topology of the network changes as the node are mobile, and 

therefore tend to organize themselves in an arbitrary fashion. 

 

MANET is quite easily deployed and hence, finds a widespread use in Military and Civilian 

Applications. Nodes interact with each other using multi hop wireless links, which allows 

this network to have a range of transmissions extended towards infinite. In MANET every 

node can also act like a router. 

 

Routing Protocols are the rules which basically control the transmission of packets in any 

network, in MANET too, the transmission of information between the constantly moving 

nodes is managed and controlled using routing protocols. The main use of these routing 

protocols is in finding and discovering new routes and paths from source to destination. 

 

It is interesting to note that MANET can easily be installed and deployed in so many 

situations and areas where it might be impossible to make use of a traditional network. But 

it should also be noted that this also poses many difficulties in such a network, which may 

pertain to shared medium, limitations on transmission range, mobility of nodes or energy 

constraints placed in MANET. Routing’s role plays an important one in management of 

MANET, it’s because of the mobility of the nodes and topological changes with it. 

Performance of any routing protocol in such an environment is majorly effected by the 

mobility and the mobility model used in MANET and its simulation.
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Chapter 1: INTRODUCTION 

 

1.1 Introduction 

 

Mobile ad hoc networks (MANET) are increasingly being deployed and evolved as 

important are of study of mobility of nodes. MANET lacks any kind of infrastructure and 

is comprised of wireless router and nodes which move arbitrarily and manage themselves. 

Topology and characteristics of this sort of network changes dynamically and arbitrarily, 

in which nodes move to and from without any fixed point reference. It supports multi hop 

routes and paths to allow communication between nodes and over wireless links. To 

facilitate a packet reaching from a source node to a destination it is required that the nodes 

are in the communication range of the network or it is facilitated with the use of 

intermediate nodes. Now a days MANETs have become pretty robust and perform 

efficiently the operations related to all the mobile networks as it includes functionality in 

the moving nodes and reduces the overhead, saving energy of the nodes. 

 

Why MANET and its performance is Important? 

 

MANETs are deployed very rapidly and without any prior planning or use of any pre-

existing infrastructure hence, have seen exceptional importance in implementing of 

networks where infrastructure in unavailable, impractical or expensive. MANETs observe 

their use mostly in military communication, areas in a war zone, areas needing disaster 

relief etc. Challenges like power and storage constraints are usual in MANET along with 

wireless communication issues. 
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1.2 Problem Statement 

Majorly the research in this field is carried out using simulation techniques, the same we 

have carried out to measure the performance of the routing protocols with custom traffic 

profiles. Although, due to lack of consistency in MANET and its application and models, 

it’s observed that the results of different research studies yield different results. This 

happens with different traffic profiles and networks as well. Studying these facts we 

understood that the simulation scenarios used in the past studies are not reasonable for all 

protocols and their conclusions can’t be just generalized. Making us consider this for 

finding the need of measuring their performances using the latest and most stable set of 

components. This is done in order to find an appropriate protocol for a given MANET 

scenario or application. 

Using this as reference, our problem statement arises from the need of comparing various 

routing protocols falling under different categories using varied metrics to measure 

performance and hence, develop a reasonable and generalized conclusion towards the same.  

 

1.3 Methodology 

Agile method is basically an alternative to the conventional approach of software 

development. Keeping in mind the rapid and unforeseeable nature of our project we have 

found it to be fit, making use of incremental and iterative cadences. Apart from opting Agile 

we also have used a style of researching which is a mix of quantitative and qualitative 

research models to facilitate our knowledge about MANET and protocols to be used.  

 

            Figure 1. Agile Development                                Figure 2. Qualitative and quantitative research 
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1.4 Objective 

The Objectives covered within this project are listed as:- 

i. Study the basics of MANET and existing Routing Protocols. 

ii. Survey the existing literature and review the work done. 

iii. Study and analyse routing protocols and their categorisation. 

iv. Selecting best protocols from conventional categories (proactive and reactive) 

v. Implementing the protocols in virtual simulation and analyse their 

performances 

vi. Perform an analysis of the system 

vii. Performance Comparison of the Conventional routing protocols and 

identifying the best in each category.  

viii. Concluding and generalising best suiting routing protocols in various situations 

and conditions  

 

This is the base list of objectives and goals we intend to achieve with the completion of this 

project. 
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1.5 Organization 

This report actually is like shadow of a timeline under which the project has prospered. 

It initiates with the introduction to our project titled “Performance comparison of routing 

protocols in mobile ad hoc networks”. What comes next is an abstract idea of the project 

and brief details, objectives we intend to achieve followed by the methodology that we have 

used. 

This is then followed by the Literature survey that we have conducted, where we have 

uniformly put all the information regarding categorization of the routing protocols and 

applications. It includes:- 

i. Categorization of routing protocols 

ii. Types of routing protocols 

iii. Applications of MANET  

The report then leads to the System Development with all the inclusion of analytical, 

computational and statistical development of the model of our project. This leads to the 

performance analysis of the routing protocols with the explanation of the simulation and 

techniques and measurement of the metrics. 

The last we conclude incorporating the future scope and application along with some 

applications where our comparison proves to be useful. 
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CHAPTER 2: LITERATURE SURVEY 

2.1 INTRODUCTION 

 

 

Figure 3. MANET NETWORK 
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2.2 CATEGORIZATION (Conventional) 

2.2.1 Proactive Routing Protocols (Table Driven) 

 

2.2.2 Reactive Routing Protocols (On-Demand)  

 

 
Figure 4. Categorization of Routing Protocols  
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2.3 CATEGORIZATION (Derived) 

2.3.1 Hybrid Routing Protocols 

 

 

Figure 5. Categorization of Routing Protocols (Derived) 

 

2.3.2 Hierarchical Routing Protocols  

 

Some of the Hierarchical routing protocols are Cluster Based Routing Protocol (CBRP) 

ZHLS (Zone-based Hierarchical Link State Routing Protocol) 
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Table 1. Comparison of Categories 
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2.4 TYPES OF ROUTING PROTOCOLS 

 

2.4.1 Optimized Link State Routing Protocol (OLSR)  

    

 

Figure 6. OLSR 
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2.4.2 Distance Sequenced Distance Vector (DSDV)  

 

 

Figure 7. DSDV 
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2.4.3 Ad-Hoc On-Demand Distance Vector Routing (AODV) 

 

 

 

 

 

Figure 8. AODV 
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2.4.4 Dynamic Source Routing (DSR)  

 

 

Figure 9. DSR Request 

 

Figure 10. DSR Reply 
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2.5 APPLICATIONS OF MANET 

There is a significant increase in the use of portable devices which brings in the very reason 

of increased rate of progress in the fields like wireless communication, MANET, Ad hoc 

networks etc. Private communication, Military and commercial communication all are 

experiencing growth. Ability to exchange information irrespective of demographic 

locations is a major reason of evolution in Mobile ad hoc networks. Every node in MANET 

moves dynamically and experiences topological changes unpredictably which is not present 

in other infrastructure based networks. Decentralized architecture gives MANET an edge 

by making it more flexible and robust. 

 

Table 2. Applications of MANET 
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2.5.1 Military Sector / Tactical Network  

 

 

Figure 11. Application of MANET in Military  

 

2.5.2 Commercial Sector  

 

 

Figure 12. Application of MANET in Commercial Sector 



15 

2.5.3 Low Level 

Low level application are the ones like present in our home networks where information is 

being exchanged directly, as the devices communicate without hinderence or levels 

between them.  

2.5.4 Data Networks 

Data networks are formed when computing of networks are allowed to transmit data for 

others. This allows data networks to be extended far beyond a reach that can be measured 

using a network with installed infrastructure.  

 

2.5.5 Sensor Networks 

 

 

 

Figure 13. Application MANET 
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2.6 ATTACKS ON MANET 

In order to get a grasp on how MANET networks perform in the real world scenarios and 

also to study the areas where MANETs are vulnerable, we studied about the attacks that 

make MANETs either difficult to implement or prone to malicious activities. It becomes 

really challenging to make a mobile network secure. Understanding the fact, for it to be 

even possible that we make a network secure we need to first understand about the attacks 

that can harm or disrupt the network. Due to the decentralized administration and structure 

less nature MANETs are more prone to attacks than a wired network. These attacks are 

summarized in the following table. 

 

  

  

  

  

  

  

  

  

  

  

  
  

Table 3. Attacks on MANET 

After a rigorous round of research we now can broadly categorize attacks on MANETs as 

Passive Attacks and Active attack based on the nature of intent. 

2.6.1 Passive Attacks 

 

MANET security Layer Attacks  

 

Application Layer Malicious code, Repudiation. 

Transport Layer Session hijacking, SYN 

Flooding. 

Network  Layer Flooding, Black Hole, Grey 

Hole. Worm Hole, Link 

Spoofing etc. 

Data Link Layer Traffic analysis and monitoring. 

Physical Layer Traffic Jamming, 

Eavesdropping. 
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2.6.2 Active Attacks 
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2.7 CHALLENGES IN MANET 

 

MANET comprises of mobile nodes, vulnerability towards compromised nodes etc. this 

makes MANET more prone to malicious attacks than on a wired network. Also when 

considering other factors like dynamically changing topology, decentralized 

administration, and lack of physical security it brings in the picture of the challenges faced 

in the implementation of MANET. Some of these are cited: 
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CHAPTER 3: SYSTEM DEVELOPMENT 

 

3.1 Introduction 
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3.1.1 Network Simulator 1 

 

3.1.2 Network Simulator 2 

 

3.1.3Network Simulator 3 
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3.2 NETWORK SIMULATION 

 

Since Network Simulators are created primarily on Linux platform the minimum 

requirement to run are a gcc or clang compiler. 

Support: 

Linux x86 and Linux x86_64 bit 

Free BSD x86 and x86_64 bit  

Since we intended on using ns-3 as it is the most recent simulator, and were forced by 

circumstances to use a Windows platform, we used VM workstation 12 player (Latest) for 

virtualization of a popular Linux platform i.e. Ubuntu 14.10 Desktop LTE. We dedicated 2 

GB ram, with 15 GB of Hard disk space and single processor core to the virtual machine. 
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Figure 14. Ubuntu 64bit Virtual machine 

 

Figure 15. Ubuntu 14.10 (64bit)  

 

 

  



27 

3.2.1 Pre- Requisites  

List of packages we need to install before proceeding with installation of the Network 

Simulator, (Specific to Ubuntu 14.10). 

i. In the tarball version of Ns3, in order to be able to work with cpp we need: 

“apt-get install gcc g++ python” 

ii. Since we are using the tarball version, packages must for python usage: 

“apt-get install gcc g++ python python-dev” 

iii. Qt tools are a must for using Network Animator: 

“apt-get install qt4-dev-tools libqt4-dev” 

iv. To work with Ns3 development repositories, Mercurial would be needed:  

“apt-get install mercurial” 

v. To run Python Bindings: 

“apt-get install bzr” 

vi. To generate bindings in python: 

“apt-get install cmake libc6-dev libc6-dev-i386 g++-multilib” 

vii. When in need of debugging: 

“apt-get install gdb valgrind”  

viii. For accurate wifi error modelling a GNU scientific Library: 

“apt-get install gsl-bin libgsl0-dev libgsl0ldbl” 

ix. Flex and Bison Analyser as required by Network Simulation Cradle (NSC): 

“apt-get install flex bison libfl-dev”  



28 

x. For the reading of traces: 

“apt-get install tcpdump” 

xi. Stats Framework’s Database support: 

“apt-get install sqlite sqlite3 libsqlite3-dev” 

xii. Configuration store based on Xml 

“apt-get install libxml2 libxml2-dev” 

xiii. Configuration system based on GTK 

“apt-get install libgtk2.0-0 libgtk2.0-dev” 

xiv. In order to be able to experiment with Virtual Machines 

“apt-get install vtun lxc” 

xv. Utility Support and Style Check: 

“apt-get install uncrustify” 

xvi. Documentation related to Doxygen: 

“apt-get install doxygen graphviz imagemagick” 

“apt-get install texlive texlive-extra-utils texlive-latex-extra texlive-font-utils 

texlive-lang-portuguese dvipng” 

xvii. Tutorials and user manual support using Sphinx: 

“apt-get install python-sphinx dia”  

 

Note: Sphinx version >= 1.12 required for ns-3.15. 
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xviii. Visualizer’s Support Package 

“apt-get install python-pygraphviz python-kiwi python-pygoocanvas 

libgoocanvas-dev ipython” 

xix. Openflow module requires support system: 

“apt-get install libboost-signals-dev libboost-filesystem-dev” 

xx. Distribution emulation:  

“apt-get install openmpi-bin openmpi-common openmpi-doc libopenmpi-de” 

 

 

Figure 16. Ubuntu Packages Install 
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3.2.2 Installing Ns-3.26 

 

i. How to download Network Simulator on our PC 

 

We are using a tarball version/edition of the Network Simulator, it is basically a 

format of software archive, and has a bunch of files and examples bundled together 

for the ease of users. The procedure to get the tarball version of the Netwok 

Simulator is pretty easy. All we had to do is pick a release preferable the most recent 

stable release and download it. 

 

ii. Building of Network Simulator :  

 

When we use the tarball edition to build our system of Network Simulator, we can 

actually go and use a convenient way of building and installing of libraries. 

This program referred to as “build.py” can easily be found in the all in one directory, 

which is present in the tarball edition of Network Simulator. The program build.py 

would get the simulator configured and we can then use examples and tests to check 

whether our Simulator has been built and installed successfully or not. 

 

“./build.py --enable-examples --enable-tests”  

 

It becomes important since we are working with examples and tests to check 

successful building of the ns3, the argument “build.py” would by default build the 

arguments of the examples and the test cases for us. We also have an option of 

omitting out every example and test cases and make use of only the custom builds 

that are needed by the project.  

Building of modules that have dependencies outside the scope of our library would 

not be build using the argument “build.py”.  
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iii. Testing Network simulator 3: 

 

 

We would be running the script for testing a successful build: 

 

“./test.py -c core” 

  

We run these tests in parallel and look for the report saying: 

 

“92 of 92 tests passed (92 passed, 0 failed, 0 crashed, 0 valgrind errors)”  

 

This is the message we look for.  

 

Figure 17. Ns-3 
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3.3 Development 

We have compared all the four protocols (AODV, DSDV, OLSR, DSR) using a random 

waypoint mobility module which enables the nodes created in our simulation to move 

arbitrarily. This model is the same for all the protocols. We have made ten sources and 

sinks pairs, communicating UDP data. To create a real life delay and also giving proper 

time for initiation of the network, we have set a delay of 100 seconds, and the transmission 

starts at any random point between 100th and 101th second. UDP data packets are being 

sent at the rate of 2048 Kbps. The simulation goes up to 200 seconds. During the entire 

simulation the nodes are moving constantly at a speed of 20m/s with no pause time. The 

simulation network MANET is a region of 300x1500 m.  

The transmission power we have set to be 7.5 dBm, making it be near to the real world. We 

also have experimented with the mobility and the density of the network with varying 

speeds of nodes and number of nodes. Increase of power also effects a network majorly as 

with the increase of power the mobility’s impact is lowered and effects of density are 

observed rising. 

By specifying a value of 1 Optimized link state routing protocol is simulated in the created 

environment, similarly if we specify a value of 2 in our code Ad hoc distance vector routing 

protocol is used, with 3 we would have Distance sequence distance vector routing protocol 

simulated and with a value 4 we will have Distance sequence routing protocol simulated 
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Output of the program: 

The output notifies of the reception of packets in its standard output.  

“<timestamp> <node-id> received one packet from <src-address>” 

Every second’s stats of receiving any packets are tabulated in the output as a coma 

separated value file (.csv) 

  

 

Figure 18. Ns3 Output 

 

 

3.3.1 NetAnim 

Network Animator based on qt tools is graphical animator of network simulations created 

using the network simulators (here Ns 3.26). It makes use of XML trace files for generaton 

of graphic simulation. 
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Figure 19. NetAnim 
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Pre – Requisite: 

Network Animator requires the following packages: 

i. Mercurial: 

“apt-get install mercurial” 

ii. Qt development tools: 

“apt-get install qt4-dev-tools” 

Building Animator and Starting:  

Network Animator uses qt tools, “make”.for building. 

 

“cd netanim” 

“make clean” 

“qmake NetAnim.pro” 

“make” 

“./NetAnim” 

Using NetAnim: 

Using the Animator is a process having two steps: 

Step 1: “Generate the animation XML trace file during simulation”  

Step 2: “Load the XML trace file generated in Step 1 with the offline animator (NetAnim)”. 

For step two we use “AnimationInterface” 

The animator NetAnim would need a custom based trace file for the generation of any 

animation. This is achieved using “AnimationInterface” in the version of Ns we are using. 

i. Models are present at “src/netanim/model” 

ii. Examples are present at “src/netanim/examples” 

Set of steps to be followed 

There are a few steps which are recommended for generating any XML trace file, remember 

to add this before running of any simulation script. 

NOTE: It is important for a node to have a mobility module associated. 
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i. Ensuring of wscript: “src/netanim/examples/wscript”  

ii. Header “#include "ns3/netanim-module.h"”  

iii. "AnimationInterface anim ("animation.xml")"  

iv. “anim.SetMobilityPollInterval (Seconds (1))” 

v. “anim.SetConstantPosition (Ptr< Node > n, double x, double y)” 

vi. “anim.EnablePacketMetadata (true)”  

 

3.3.2 Performance Metrics 
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CHAPTER 4 PERFORMANCE ANALYSIS 

 

4.1 Simulation Analysis 

 

We have compared all the four protocols (AODV, DSDV, OLSR, DSR) using a random 

waypoint mobility module which enables the nodes created in our simulation to move 

arbitrarily. This model is the same for all the protocols. We have made ten sources and 

sinks pairs, communicating UDP data. To create a real life delay and also giving proper 

time for initiation of the network, we have set a delay of 100 seconds, and the transmission 

starts at any random point between 100th and 101th second. UDP data packets are being 

sent at the rate of 2048 Kbps. The simulation goes up to 200 seconds. During the entire 

simulation the nodes are moving constantly at a speed of 20m/s with no pause time. The 

simulation network MANET is a region of 300x1500 m.  

The transmission power we have set to be 7.5 dBm, making it be near to the real world. We 

also have experimented with the mobility and the density of the network with varying 

speeds of nodes and number of nodes. Increase of power also effects a network majorly as 

with the increase of power the mobility’s impact is lowered and effects of density are 

observed rising. 

4.1.1 Simulation Using NetAnim 
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Figure 20. OLSR Simulation 

 

 

 

 
Figure 21. AODV Simulation 
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Figure 22. DSR Simulation 

 

 

 

 

 

Figure 23. DSDV Simulation 
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4.2 Routing Protocol Analysis 

4.2.1 OLSR 

Optimized Link State Routing protocol is basically an Internet protocol which modified to 

cater to the needs of a MANET, therefore, it can be used in other wireless networks as well. 

It is a table driven (proactive) protocol based on link state routing algorithm. This protocol 

makes use of hello and topology control messages to basically find and discover the route 

first and then distribute the link state information in the entire MANET. It utilizes the TC 

to identify the next hop for a packet being sent from source to the destination. 

 

Figure 24. OLSR Characteristic Flow 

Output: 
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Figure 25. OLSR Output 1 

 

 

Figure 26. OLSR Output 2 
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4.2.2 AODV 

The ad hoc on demand distance vector routing (AODV) protocol is designed keeping in 

mind the impromptu nature of MANETs and provides efficient on demand route discovery. 

When there is a need of transmission of packets to any destination, the first thing that 

protocol accomplishes is the process of discovering routes from the source to the required 

destination. The procedural goes like that the source nodes starts by broadcasting a route 

request (RREQ) to its neighbours. All RREQ comprise of a unique broadcasting ID, 

sequence number (usually 2), and the address of the destination (it also includes the source 

address and hop count possible). The next step is similar in approach to the first one, the 

neighbours of the source node probably a mediator node if not the destination itself would 

re-broadcast the RREQ to its neighbours. The same process continues till destination is 

reached once that happens the destination will cast a unicast message back with route reply 

(RREP), this would then reach the source node performing the same process in reverse. 

Therefore at the end of this process usually referred to as the response cycle a bi-directional 

route is known between the source and the destination. It also adds a certain advantage to 

the maintainability of the routes, since when there is an error or loss of connectivity, the 

intermediate node sends a route error request to all the potential nodes where it received a 

RREP from, hence, a route is maintained as long as it remains active. This is an advantage 

which makes it more efficient than other routing protocols in a dynamically changing 

environment and topology.  

 

Table 4. AODV Characteristics 
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Snapshot of the routing output: 

 

 

 

 

 

  

Simulation Delivery Rate Packets rec. Sinks Protocol Trans. Power 

101 3.072 6 10 AODV 7.5 

102 14.848 29 10 AODV 7.5 

103 12.288 24 10 AODV 7.5 

104 14.336 28 10 AODV 7.5 

105 15.36 30 10 AODV 7.5 

106 14.848 29 10 AODV 7.5 

107 17.92 35 10 AODV 7.5 

108 15.36 30 10 AODV 7.5 

109 19.456 38 10 AODV 7.5 

110 18.432 36 10 AODV 7.5 

111 18.432 36 10 AODV 7.5 

112 13.312 26 10 AODV 7.5 

113 12.8 25 10 AODV 7.5 

114 13.312 26 10 AODV 7.5 
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Output: 

 

Figure 27. AODV Output 1 

 

Figure 28. AODV Output 2 
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4.2.3 DSR 

Dynamic Source Routing (DSR) is an on demand reactive protocol specifically designed 

to incorporate use of multi hop impromptu wireless networks in mobile nodes. 

Determination of the route to the destination, at every single source node, happens in this 

protocol. This process is used for transmission of packets to the destination. There are two 

main stages when using DSR. First one being Route discovery and the other Route 

Maintenance. Route discovery as the name suggests is the finding of the path by a source 

node wishing to send a packet to any node (destination). Route maintenance is detection of 

any breaks in the route which is determined by the source node. The sender knows the 

complete hop by hop route to the destination. There is a designated cache memory to store 

the information of these routes. One of the advantage of this protocol is that it allows the 

use of multiple routes to any destination and also gives the control to the source node or 

the sending node to choose routes in routing of the packets. “The DSR protocol is designed 

mainly for mobile ad hoc networks of up to about two hundred nodes, and is designed to 

work well with even very high rates of mobility” 

Snapshot of the routing output: 

Simulation 

Delivery 

Rate 

Packets 

Rec. Sinks Protocol 

Trans. 

Power 

101 5.12 10 10 DSR 7.5 

102 15.36 30 10 DSR 7.5 

103 20.48 40 10 DSR 7.5 

104 18.432 36 10 DSR 7.5 

105 18.432 36 10 DSR 7.5 

106 17.92 35 10 DSR 7.5 

107 15.872 31 10 DSR 7.5 

108 16.896 33 10 DSR 7.5 

109 18.944 37 10 DSR 7.5 

110 18.432 36 10 DSR 7.5 

111 16.896 33 10 DSR 7.5 

112 18.944 37 10 DSR 7.5 
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Output: 

 

Figure 29. DSR Output 1 

 

Figure 30. DSR Output 2 
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4.2.4 DSDV 

The Destination Sequence Distance Vector Protocol is basically derived from the roots of 

the Bellman Ford algorithm used for routing purposes. Developed in 1994 by C. Perkins 

along with P. Bhagwat this protocol makes use of sequence number (added attribute) on 

every node and every table. Being a table driven protocol it obviously uses and maintains 

tables having information about every destination which are available and possible to reach, 

within the changing network, along with the number of hops.  

Packets are transmitted and forwarded among nodes using these tables at every node. Since 

every routing table holds the addresses of each node which can be reached possibly, it 

directs the packets on the route to reach the destination. It is possible to achieve because 

along with the addresses of destination node the tables also hold the information about the 

next hop. This protocol sees its motivated usage due to ease of data exchange along the 

dynamically changing nodes and randomly changing paths may not be close to the base 

stations. 

 

Table 5. DSDV Characteristics 
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Output: 

 

Figure 31. DSDV Output 1 

 

Figure 32. DSDV Output 2  
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CHAPTER 5: CONCLUSION 

 

5.1 CONCLUSION 

There is wide range of different sorts of routing protocols used and practised in MANET. 

Using a specific routing protocol in MANET can depend on a various of factors which can 

include size of the network, load that is present on the network, overhead on routing and 

bandwidth, requirements of the mobility in a network and end to end delay to name a few.  

Routing protocols in recent times have gained more attention in MANET due to its flexible 

approach and easy deployment along with efficiency in throughput.  

In our project that we have implemented and carried out the comparison under identical 

traffic and network boundaries. We have found that under given conditions AODV and 

DSR (Reactive/On-demand) protocols perform better than the counterparts DSDV and 

OLSR (Proactive/Table driven) protocols with the exception of OLSR performing better 

than AODV where the use of 50 nodes has been considered in the same environment. It is 

to be noted we used the latest and most stable version of (Current) of Network Simulator, 

ver. 3.26 and Network Animator.   
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Graph 1. OLSR 

 

 
Graph 2. DSR 

 

 
Graph 3. DSDV 

 

 
Graph 4. AODV 
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Graph 5. Accumulative Comparison 

 
Graph 6. Throuput (Mbps) 
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Graph 7. Number of packets delivered in 200s simulation 
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5.2 Future Scope and Applications 

Mobile ad hoc networking is a concept which is increasingly stealing eyes and has now 

become a boiling concept especially in personal communication. Almost everywhere in the 

world multiple researches are being conducted to address the issues being faced in 

MANETs. Both uni-path and multipath routing can be used to take a step towards achieving 

quality of service. The present research and conclusion can actually be extended to form 

some of the features which are a must in the future generations of protocols. 

Robust Scenario: Any routing must be conducted in a robust scenario and for that there 

would be need of the most robust routing protocol, if achieved it can make communication 

a much easier job.  

Probabilistic Route Maintenance: There definitely is a need of research in fields from where 

a protocol which can efficiently identify probabilistic routes, can help in minimizing many 

failures. But this would first require a robust routing protocol which we have tried to 

achieve and such results can be used as the foundation of the research for a probabilistic 

maintenance. 

Quality of service (QoS): Any routing protocol must meet a set of requirements of quality 

to achieve better results pertaining to the performance metrics being considered. 

 Security: Security is a vital issue in any discipline of computer sciences as it deals with a 

lot of personal information. In networking it becomes a major issue since communication 

is taking place and it deals with confidential information. With much of research in the 

performances of the routing protocols a protocol can be devised having key authorization 

and security measures, facilitating the usage of MANET in military even better. 

Routing Overhead: Routing usually makes use of most of the bandwidth available, with 

more researches on the performances of the routing protocols, like ours, deployment of a 

protocol which minimizes he routing overhead can be devised.  

Energy Aware Routing: Mobile nodes make use of batteries which are small and portable, 

with the knowledge on how efficiently a protocol works in certain conditions we can devise 

protocols which are energy aware protocols, making routing an even more efficient 

paradigm.  

Further, newer operational demands will bring in better trends and ways in designing of a 

more robust and efficient protocols of and related to mobile and wireless networks. And 

lastly communication keeps on evolving forever making research a perpetual paradigm. 

 5.2.1 Quality of service (QoS) 

We recommend expansion of further knowledge based on our conclusions of comparison 

of routing protocols in different scenarios and under different conditions and environments 

in order to achieve better quality of services in networks with mobile nodes and 

dynamically changing topologies.  
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Appendices  

 

Program Code:  

Screenshots: 
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