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Abstract 
 
 
 
 

A Radio Access Network (RAN) is the part of a telecommunications system that connects individual user 

devices to the core network through radio connections. A RAN provides the connection with its Core 

Network. RAN components include a base station and antennas that cover a specific region. The RAN 

controller is to control the user devices connected to it. 

 

During this internship, tasks in the RAN domain were performed after various Induction sessions, wide-

ranging Web Based Trainings consisting of videos, content and documents and the On-Job Trainings. 

 

Second level service problem restoration is passed on from the team working on the first level service 

problem restoration. Handling and analyzing of Trouble Tickets will be carried out to recommend timely 

actions and solutions to the Trouble Tickets with guidance, whenever necessary. Handling and execution 

of the Change Requests in the stipulated time frame has been done. New nodes which are to be put up are 

checked and tested properly be for setting up (Acceptance Testing of Nodes). Apart from this ,Emergency 

Handling, collaborating with other teams like FO, FM, OSS, CS Core & PS Core, Transmission team, etc., 

carried out with an ability to perform under time constraints depending upon the business requirements. 

 
 
 

 

It must be made sure that the network uptime availability is maintained. Uptime is one of the most 

important parts of a service-level agreement (SLA) that a client signs with a vendor. Uptime specifies the 

amount of time that a given vendor product or service will be available. Distinct focus on Service KPI(Key 

Performance Indicator) must also be kept. KPI scan be used to ensure that SLA requirements are met and 

to keep customers informed about their service. 

 
 
 

This report delineates the Second Level Assurance done in 4G Radio AccessNetworks.The report 

begins with an introduction of the Radio Access Network along with its evolution and the limitations of the 

traditional RAN Architecture. It also includes the Motivation and the Problem Statement of the project. 

The introductory chapter will be succeeded by a Literature Review of the existing work done in the field of 

Radio access network. Chapter 3 will be providing the work done in the Second level assurance in 4G 

RAN in Ericsson Global India Ltd. This chapter has been further sub-divided into sections and sub-

sections which individually focus on the procedures and techniques adopted in handling the network issues 

of the clients. 
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CHAPTER 1 
 
 
 

 

Introduction 
 
 
 
 

 

Ericsson Radio System 
 
 

 

The equipment, programming, and related administrations to assemble secluded and versatile radio access 

systems. It remembers items for the territories of radio, RAN Compute, site arrangements, MINI-LINK for 

microwave transmission, a completely coordinated IP switch portfolio, and front-pull arrangements all 

oversaw by a typical administration framework. Ericsson Radio System is intended to fit all site types and 

traffic situations, even as systems develop in scale and multifaceted nature, from 2G, 3G, 4G, and 5G. 

 

 
 
 

 

Limitations in the traditional RAN architecture 
 
 

 

                   There are a few confinements in the conventional cell engineering. Initially, each BTS is 

exorbitant  to  fabricate and work. Second, when more BTS are added to a framework to improve its ability, 

impedance among BTS is progressively serious as BTS are nearer to one another and a greater amount of 

them are utilizing a similar recurrence (Frequency Re-use) . Third, since clients are portable, the traffic of 

each BTS varies, and therefore, the normal use pace of individual BTS is quite low. Be that as it may, these 

handling assets can't be imparted to different BTS. In this way, all BTS are intended to deal with the greatest 

traffic, not normal traffic, bringing about a misuse of preparing assets and force out of gear times. 

 
 

 

RAN Architecture Evolution 
 

 

In past ages, the Base Stations were constrained by a focal gadget. In 2G, it was the BSC (Base Station 

Controller) and in 3G, it was the RNC (Radio Network Controller). These controllers were answerable for 

setting up the radio connects to the remote gadgets by means of the Base Stations, for controlling the 

associations while being used, for guaranteeing the QoS (Quality of Service), what's more, for giving over 

an association with another Base Station when required. 

    1 



 

In LTE Fig. 1.1, this idea was surrendered, as it required critical assets on the grounds that the undertaking 

was amassed in not many system hubs. Most applications on the gadget just transmit data in overflows 

with long break in the middle. During this season of idleness, the air interface association with the cell 

phones must be changed to utilize the accessible data transfer capacity productively and to diminish the 

force utilization of the cell phones. So ,the bundle exchanged association produces a ton of flagging burden 

on account of the successive exchanging of the air interface. Therefore, these management tasks were 

distributed by providing the functionality of the BSC into Base stations to speed up the connection setup 

time and to reduce the time required for handover, which is very crucial for real time services. Thus, 

making the LTE Access network a simple flat network of interconnected Base Stations without a 

centralized controller (BSC). 

 
 
 

 

Radio Access Network of LTE (eUTRAN) 
 
 

 

The Radio Access Network of LTE is also known as eUTRAN (UMTS Terrestrial Radio Access Network). 

Here, the Base station is also known as eNodeB (e stands for evolved). The eNode- B consists of two 

units- 

 

• RRU (Remote Radio Unit)which consists of the antennae which is responsible for modulation and 

demodulation of all the signals transmitted or received on the air interface. 

 
• BBU(Baseband Unit) which consists of digital modules which processes all signals transmitted or received 

on air interface, and acts as an interface to the core network over a high speed back haul connection. 

 
The eNode-B is not just responsible for the air interface, but also for Radio Resource 

Management which includes- 

 
• Radio Bearer Control 

 

.Radio Admission Control 

 

• Connectivity Mobility Control 
 

• Dynamic allocation of resources to UEs in both uplink and downlink. 
 

• Encryption of user data stream 
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• Selection of an MME at UE attachment when no routing to an MME can be determined from the 

information provided by the UE. 

 
• Routing of User Plane Data towards Serving Gateway(SGW) 

 
• Scheduling and transmission of paging messages 

 
• Scheduling and transmission of broad cast information 

 

But, one consequence of the lack of a centralized controller is that, as the UE moves, the net work must 

transfer all the information related to the UE. Therefore, to avoid data loss during handover, X2 interface 

was introduced. In LTE, Base Stations can legitimately speak with one another over the X2 interface for 

two purposes- 

 
 
 

 

• Handovers are presently constrained by Base Stations themselves. Subsequently, if the objective 

cells are known and reachable over X2 interface, the cells discuss straightforwardly with one another. 

Something else, the S1 interface and a center system are utilized to play out the handover. 

 
• Interference Coordination  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure 1.1 LTE Architecture 
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Motivation 
 
 
 

 

To ensure proper management and maintenance of a Telecommunication network, various things must be 

kept in mind and worked upon. Proper investigation of the fault/cause must be done related to the 

system/network problems, while working within well-defined system support guidelines. Faults must be 

prioritized to meet the Service Level Agreement and the Work Level Agreement (SLA/WLA). We must 

try to participate in internal technical discussions in view to improve the overall network performance and 

make recommendations wherever possible. Also, a correct working methodology must be ensured. 

 
 
 
 
 

 

Problem Statement 
 
 
 

 

Uptime is one of the most important parts of a service-level agreement(SLA)that a client signs with a 

vendor. Uptime specifies the amount of time that a given vendor product or service will be available. It 

must be made sure that the network uptime availability is maintained. Distinct focus on Service KPI (Key 

Performance Indicator) must be kept. KPIs can be used to ensure that SLA requirements are met and to 

keep customers informed about their service. The Trouble Tickets closure should be done within the SLA. 

We have to make sure that the following tasks are taken care of: 

 

. To handle and analyze Trouble Tickets and recommend timely actions and solutions to Trouble Tickets 

with guidance, when necessary. To handle and execute the Change Request in stipulated timeframe. 

Ability to perform under time constraints depending upon the business requirements. 
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Chapter 2 Literature 
 
 
 
 

Review 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

Rest of the data is confidential as it is taken from Ericsson internal website and hence, can’t be shared. 
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CHAPTER 3 

 
 

CONCEPTS OF TELECOMMUNICATION 
 
 

 

 Cell  

A cell is the geographic zone that is secured by a solitary base station in a cell arrange. Cell additionally have a 

specific explicit shape i.e hexagonal shape, in each hexagon there is one base station which covers that territory. 

The hexagonal state of a cell is utilized in light of the fact that they are firmly pressed to one another and from this 

shape we can without much of a stretch comprehend the idea of recurrence reuse. A system for remote interchanges 

is included countless base stations to effectively utilize radio range to cover the administration zone. 

 

 Concept of Frequency Reuse 

Recurrence Reuse is a significant idea of portable correspondence, it fills in as the reason for how we can spare 

recurrence groups by reusing them once more. By the previously mentioned idea we assign and reuse of channels 

all through an inclusion area is finished. Each base station is distributed a gathering of various recurrence sub-

groups to be utilized inside a little geographic zone known as a phone. The figure below shows how we can reuse 

frequency : 

 

Figure 3.1 : frequency reuse 

Handover 

A handover is a strategy in flexible exchanges wherein a related cell assemble or a data conference is moved from 

one cell site (base station) to another without separating the gathering. Cell organizations rely upon adaptability and 

handover, allowing the customer to be moved beginning with one cell site go then onto the following or to be 

changed to the nearest cell site for better execution. 
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  Types of handover : 

⚫ Soft Handover : A soft handover where the relationship with the new channel is made before the relationship 

from the source channel is isolated. It is performed through the equivalent use of source and objective channels 

over some time frame. Soft handovers grant equivalent relationship between at any rate three channels to offer 

better help. This sort of handover is incredibly ground-breaking in poor incorporation zones. 

 

 

Figure 3.2 : Soft Handover 

 

⚫ Hard Handover : A hard handover wherein the present affiliation is finished and the relationship with the 

objective channel is made. It is in any case called a break-before-make handover. The method rushes to such a 

degree, that the customer doesn't hear any perceptible obstruction. 

 

Figure 3.3 : Hard Handover 
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Circuit Switching and Packet Switching 

 

 

Circuit Switching : 

 

A physical way is procured for and focused on a single relationship between two end-centers in the framework for 

the range of the affiliation. Customary voice phone organization is circuit-traded. The phone association holds a 

specific physical path to the number being required the term of the call. During that time, no one else can use the 

physical lines included.  

 

Packet Switching : 

 

Little units of data called packs are guided through a framework subject to the objective location contained inside 

each package. Similar information way can be utilized by numerous clients in the system. This kind of 

correspondence among sender and recipient is known as association less (instead of devoted). Most traffic over the 

Internet utilizes bundle exchanging. The Internet is fundamentally an association less system. 

 

CDMA and TDMA 

 

CDMA (Code-Division Multiple Access)an propelled cell development that usages spread-run strategies. Not at all 

like structures that usage TDMA, CDMA doesn't distribute a specific repeat to each customer. Or maybe, every 

channel uses the full open range. Particular conversations are encoded with a pseudo-self-assertive propelled 

gathering.  

 

TDMA (Time Division Multiple Access)an development for passing on automated remote assistance using time 

division multiplexing. TDMA works by isolating a radio repeat into plan opening and a while later assigning spaces 

to different calls. Thusly, a lone repeat can reinforce various, simultaneous data channels. TDMA is used by the 

GSM innovation. 

Types of Identity numbers 

 

There are five types of identity number that relate to mobile stations which are mentioned below : 

 

⚫ MSISDN : It is that number which is dialed to reach a mobile station. MSISDN is a 15 digit number. The first 

few digits are International prefix followed by the country code which is further followed by NDC(National 

Destination Code) and at last is the subscriber number. 

⚫ IMSI : It is the non dial-able number for identifying a subscriber in the GSM network. IMSI is stored on the 

SIM card. It consists of Mobile Country Code followed by Mobile Network Code and at the last is MSIN 

(Mobile Subscriber Identity Number). 

    8 



⚫ IMEI : It is a 15 digit number. The function of this is to verify that the mobile station is type approved and not 

stolen IMEI consists of TAC (type approval code) followed by FAC (final assemble code) followed by serial 

number. 

⚫ TMSI : It is an operator specified number of up to 4 octet along. It is used instead of the IMSI within an 

MSC/VLR service area. This keeps the subscriber’s IMSI confidential. 

⚫ MSRN : The Mobile Subscriber Roaming Number (MSRN) is a temporarily telephone number assigned to a 

mobile station which roams into another numbering area. 

 

 

 

  EVOLUTION OF WIRELESS COMMUNICATION 
 

 

1G Technology 

 

 

The period of hand-held Mobile correspondence can be said to start from 1980s when 1G-simple Cellular appeared. 

During this time, Frequency Division Multiple Access (FDMA) innovation was utilized to suit clients in the 

channel. This innovation worked for voice calls just for about 10 years because of its transfer speed constraints and 

restricted quantities of clients that could be suited 

 

 

2G (GSM Technology) 

 

Then came 2G GSM (Global System for Mobile Communication) technology which used the concept of both 

TDMA- Time Division Multiple Access and FDMA. An enhanced form of the previous technology was seen here 

as it allowed both voice calls and SMS services. 

The architecture of GSM is shown below:  
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Figure 3.4 : GSM (2G) Architecture 

 

 

 

 

 

 

BTS : 

 

⚫ BTS has a lot of handset to speak with mobiles in its territory.  

⚫ One BTS covers at least one than one cell.  

⚫ The cutoff of a cell depends on the amount of handsets in a cell.  

⚫ BTS is related with the BSC through Abis Interface.  

⚫ BTS orders mobiles to set TX power, timing advance and handovers. 

 

BSC : 

 

⚫ Several BTS's are associated with one BSC.  

⚫ BSC oversees channel portion, handovers and arrival of channels at associated BTS's. 

⚫ BSC associates with each BTS on Abis interface and to the MSC on A interface.  

⚫ BSC has the whole database for all cell parameters related with the BTS's.. 
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MSC : 

 

⚫ Exchange where calls are developed, kept up and released.  

⚫ Database for all clients and their related features.  

⚫ Communicates with BSC's on MS side and with PSTN on fixed line side.  

⚫ MSC is weighted on the amount of clients it can deal with. 

 

 

MS : 

 

⚫ Mobile gear and SIM together includes portable station.  

⚫ Mobile station gives customer access to GSM innovation for Voice and Data.  

⚫ Subscriber data is scrutinized from a SIM card that associates with MS  

⚫ Each MS has Unique number called IMEI number, which is taken care of in EIR for confirmation purposes.. 

⚫ Mobile looks at neighboring cells and reports signal quality.  

⚫ Mobile knows whereabouts of mobiles from HLR and VLR databases. 

 

HLR : It is a static database, when customers apply for versatile help, all data about the supporter will be store at          

HLR.  

 

VLR : VLR is an interesting database use by MSC for information record. It stores all the data of the guests which 

are in outside system.  

 

Between the 2G innovation and the 3G innovation some different advancements were likewise watched. These 

innovations are thought to be the venturing stones in the execution of 3G innovation. These advancements were to 

be specific 2.5 G and 2.75G. 2.5G speaks to handsets with information abilities over GPRS. Parcel exchanging area 

sped up to 50-60 Kbps than in typical 2G innovation. 2.75G was acquainted by upgrading GPRS framework with 

EDGE frameworks with new 8PSK encoding procedure. This upgraded the information rates by 3-4 times. In 8PSK 

encoding, a solitary transporter image used to convey 3 bits rather than 1 piece utilized in GPRS. EDGE innovation 

is an all-inclusive adaptation of GSM. 
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3G (UTMS Technology) 

 

After around multi decade of GSM innovation, the requirement for information administrations was felt and it 

began picking up prevalence with the development of GPRS and EDGE advancements. UMTS is Universal Mobile 

Telecommunication System. The target of UMTS is to bring propelled abilities to empower new administrations on 

cell arrange. Another target of UMTS was to have one normal innovation over every cell arrange the world over to 

empower consistent wandering not at all like 2G cell systems (GSM or CDMA). 

The architecture of UMTS is shown below : 

 

 

 

Figure 3.5 : UMTS architecture 

 

 

 

 

 

Node B 

 

⚫ Node B of UMTS is proportionate to base station of GSM.  

⚫ Its fundamental duty is modulation and demodulation  
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RNC : 

⚫ The extremely essential function of RNC is controlling NodeB's. 

⚫ RNC also has the responsibilty of radio Resource Management.  

⚫ Some different responsibilities given to RNC's are Mobility Management Function, Handover Management, 

Data Encryption. 

 

GGSN 

⚫ GGSN stands for Gateway GPRS Support Node. 

⚫ It forwards uplink and downlink IP packets between SGSN and the PDN (Public Data Network). 

 

SGSN 

⚫ SGSN stands for Serving GPRS Support Node. 

⚫ The SGSN forwards IP packets to all GPRS attached UE’s within that SGSN service area and the GGSN, PGW 

and SGW. 

 

 

 

4G (LTE Technology) 

 

At this point currently, investigates were almost certain to think of new innovation like clockwork and they thought 

of 4G LTE arrange engineering which bolsters intuitive mixed media, voice, video, remote web and other 

broadband services.LTE can be viewed as giving an advancement of usefulness, sped up and general improved 

execution contrasted with 3G. In the underlying stages when 4G was actualized it was known as LTE i.e long haul 

advancement, it gave critical speed up yet the downside of this was in starting stages LTE didn't give any kind of 

voice call office.  
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Later this thing was improved by the bringing VoLTE i.e Voice Over LTE. In this situation the ordinary design of 

LTE was changed by including IMS (IP Multimedia System). 

The architecture of 4G is given below : 

 

Figure 3.6 : 4G LTE Architecture 

 

MME : It is a key control center point in the EPC. Rule handiness of MME is connect and withdraw of customer 

equipment, confirmation, picking SGW and PGW for the customer's gadget, and the organization of PDN 

affiliation.  

 

PCRF : underpins administration information stream location, approach requirement and stream based charging. It 

offers a sweeping course of action that allows another age master organization to offer different use cases that 

grants them to all the more promptly control their organizations and modify their pay to their advantages.  

 

SGW : SGW courses and advances the client parcel information from the client gear to the PGW or from the PGW 

to the client hardware. SGW goes about as a close by portability stay for the customer plane during bury - eNodeB 

handovers and gives charging convenience.  

 

PGW : PGW is the door between inner EPC system and outer PDN. Model web or a Wi-Fi. It gives availability to 

the client hardware to outer parcel information organize by being the purpose of section and exit of traffic for the 

client gear. It additionally gives IP delivers to the client hardware. 
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eNodeB : eNodeB stands for evolved NodeB and it has functions such as radio resource management and packet 

reliable delivery. 

 

Interfaces in the architecture :  

 

S1-MME : It is an interface between eNodeB and MME 

S5 : It is an interface between SGW and PGW 

S8 : It is an interface between SGW and PGW but it is used in case of roaming 

S11 : It is an interface between MME and SGW 

S6a : It is an interface between MME and HSS 

SGi : It is an interface between PGW and operator service 

X2 : It is an interface between two eNodeB’s 

Uu : It is an air interface between user equipment and eNodeB 

 

Circuit Switched Fall Back in 4G :  

 

As administrator are moving to VoLTE, a steady endorser administration conveyed by means of IMS should be 

guaranteed over various access strategies, for example, GSM, WCDMA, LTE, Wi-Fi. Some most normally utilized 

ideas in 4G are the idea of CS fallback. This idea is a lot of required if there should be an occurrence of 4G, on the 

off chance that we need to have a problem free encounter of voice calling, at that point this idea is the structure 

square. 

 

CS fall back :  

 

LTE in its underlying stages didn't bolster voice calls rather it furnished us with the office of information benefits as 

it were. So on the off chance that we are utilizing information benefits on our gadgets through LTE it can't accept 

voice calls. Presently to tackle this issue VoLTE was utilized yet it requires great system inclusion. Numerous 

multiple times we have additionally seen that when we are utilizing information benefits our gadget is on LTE 

mode while on the off chance that we get any call and in the event that the VoLTE organize isn't sufficient, at that 

point it changes the system mode to either 3G or 2G contingent upon whichever system is sufficiently able to 

accept that voice call.   
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LTE in its underlying stages didn't bolster voice calls rather it gave us the office of This strategy of naturally 

exchanging the system as indicated by the need without dropping of call is called circuit exchanged call fallback. 

Likewise one such comparative idea is SRVCC, it gives voice coherence by means of handover to 2G/3G. The CS 

Network gets ready to assume control over the call through handover flagging data among MME and MSC server. 

The MSC server sets up the call towards the CS space and the client gear finishes handover and associates the 

meeting towards 2G/3G.     

 

 Attach in LTE : 

 

The objective of connecting to the system is to acquire an IP address to speak with the outside world. This is a lot of 

vital in the event of 4G in light of the fact that if there should arise an occurrence of 4G the information conveyance 

or sending is done as parcels and for the gadget to send and get information bundles it ought to have a particular IP 

address. At whatever point we start any gadget it attempts to discover a system association in which it can enroll 

itself and get an IP address. It is a protracted procedure hypothetically yet at whatever point in viable situation its 

occurs in portion of seconds. On the off chance that we attempt to comprehend more or less, at that point it very 

well may be clarified in following focuses: 

 

⚫ The user equipment is authenticated and authorized to send and receive data. 

⚫ Data path is created between user equipment, eNodeB, SGW and PGW. 

⚫ User equipment is provided with a IP address. 

 

5G Technology 

 

Each new age of remote systems give quicker speed and greater usefulness. We realize that 1G presented us with 

the PDAs and the innovation of remote correspondence and gave us the office of voice calls. Notwithstanding that 

when 2G came we saw an improvement over 1G and if there should be an occurrence of 2G we were given 

improved voice quality and furthermore gave the office of messaging for the absolute first time. When 3G joined 

the great quality voice calls it furnished us with rapid information rates and 3G brought us on the web and afterward 

came 4G which gave the speed we appreciate today.  

 

However, as an ever increasing number of clients have came online 4G systems have arrived at the restrictions of 

what they were equipped for of and as the consequence of this we face different issues, for example, call dropping 

and decreased information rates. So we hopped to the revelation of new innovation i.e 5G, it can deal with multiple 

times more traffic than the present systems and furthermore it will be multiple times quicker than 4G LTE. 5G will 
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go about as the establishment for computer generated reality, self-ruling driving, Internet Of Things (IOT) and 

some more.   

 

At present 5G is in creating stages however specialists can disclose to us that there are five distinct innovations 

which are filling in as the establishment of 5G in particular millimeter waves, little cells, gigantic MIMO, pillar 

shaping, full duplex.  

 

Millimeter waves : Most of the gadgets we use today chip away at a fixed band for the most part under 6 GHz, so 

now it has gotten swarmed and it is hard to suit enormous gadgets in that recurrence band. So scientists are 

attempting to open more space by utilizing millimeter waves, this will have the option to alter more traffic without 

any problem. In any case, it accompanies its own constraint, these waves can't enter through structures and can even 

be consumed by trees and mists. 

 

 

 

 

Small cells  

 

To take care of the above issue we utilize the idea of little cells. In this progression we will make littler cells and in 

these littler cells we will require numerous little base stations which are having relatively low force than present day 

base stations. These base stations will be put a lot nearer to one another so we can utilize the idea of millimeter 

waves and the client gets a smooth encounter. 

 

Massive MIMO  

 

 The present 4G base station have around dozen of ports radio wires and these reception apparatuses handle the 

phone traffic. On the off chance that we utilize huge MIMO, at that point it can bolster several ports antenna's. this 

could build the limit of present systems b multiple times, however as we increment the quantity of ports on 

reception apparatus it will deal with substantially more traffic and furthermore it will prompt genuine obstruction 

issues to manage this difficult we utilize the idea of shaft framing. 

 

 

Beam Forming  

 

The innovation of shaft shaping resembles a traffic signal framework for cell systems. Rather than transmitting 

every which way it tosses an engaged pillar in just a specific heading for the particular client. So this forestalls 

impedance and builds productivity. 
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Full Duplex  

 

The term full duplex methods transmitting and getting simultaneously. In any case, for this situation on the off 

chance that it is done on single or same recurrence, at that point it might prompt obstruction. Along these lines, we 

utilize full duplex idea by utilizing a switch so as to redirect the sending and accepting simultaneously on a specific 

recurrence. By doing this productivity and speed can be expanded. 

 

These are some basic concepts which are being used in the development of 5G technology. 

 

 

 

Figure 3.6 : 5G Features 
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Chapter 4 
 
 
 
 

Work Done 
 
 
 
 

 

Firstly, to augment the knowledge in the concept of the respective domains the following set of WBLs 

(Web Based Learnings) has been done which consists of wide-ranging videos, content and documents 

based on our domains and other HR training. 

 
 

 

Web Based Learnings: 

 
 

Some of the WBLs completed are: 
 

COURSES 
 

Table 3.1 WBLs completed  

 

MSDP (Managed Service Delivery Platform) Ways of Working 
 

MSDP WFM Introduction 
 

MSDP One FM Introduction 
 

MSDP One TM Introduction 
 

Occupational Health and Safety Induction 
 

Health and safety of radio frequency exposure 
 

Safe Driving Awareness 
 

GSM Radio Access Network Overview 
 

GSM RAN SW Licensing 
 

GSM Radio Access Network Overview [Old Version] 
 

GSM System Survey 
 

WCDMA RAN W14 Overview 
 

IP Fundamentals 
 

IP Routing Overview 
 

IP Routing Fundamentals 
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LTE Radio Interface 
 

LTE Radio Access Network Protocols and Procedures 
 

Auto-integration in LTE 
 

LTE L13B Features and Functionality 
 

LTE in a Nutshell, WBL 
 

LTE/SAE a System Overview, WBL 
 

LTE/EPC Introduction 
 

LTE/EPC Architecture 
 

LTE Radio Network Configuration 
 

EVO Controller Overview 
 

LTE Fundamentals 
 

5G Overview 
 

RAN Architecture Evolution 
 

NR Concept 
 

What is 5G RAN? 
 

5G Plug-Ins, Ericsson Radio Access Evolution 
 

5G RAN Operations 
 

5G Overview 
 

Ericsson 5G RAN System Techniques 
 

RAN Architecture Evolution to 5G  
 
 

 

There were also few mandatory training sessions which were assigned to create awareness about the data 

privacy and security so that one is aware about how to handle subscriber personal information. Some 

training was also based on IMS (IP Multimedia Subsystem). 

 
 
 

 

IMS (IP Multimedia Subsystem) 

 
  

Verifiably, cell phones have given voice bring administrations over a circuit-exchanged style organize, as 

opposed to carefully over an IP parcel exchanged system. Elective strategies for conveying voice (VoIP) or 

other mixed media administrations have opened up on cell phones, however they have not gotten 

normalized over the business. IMS is a compositional structure to give such normalization. 
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There were also WBLs based on Python Fundamentals, Data Science, Automation, 5G and VoLTE to 

supplement the knowledge gained before. 

 

Some of the other mandatory trainings that were done are: 
 

COURSES 
 

Table 3.2 List of other mandatory trainings  
 

 

Data Privacy 2.0 
 

Be Security Aware 
 

Travel Security 
 

Handling of subscriber personal information 
 

Service On Element Manager Overview 
 

IMS Introduction 
 

Knowledge Assessment - Ericsson Microwave Products Overview 
 

IMS Signaling Part 3: Diameter in IMS 
 

Sustainable Work-Life and Stress Prevention 
 

Occupational Health & Safety (OHS) Incident Handling 
 

Sustainability and Corporate Responsibility for All 
 

Getting to the Root of a Problem, 
 

Unconscious Bias 
 

Ericsson Network Manager (ENM) - Overview and Highlights 
 

EGMS Awareness 
 

Ethernet Transport Fundamentals 
 

IP Fundamentals 
 

MINI-LINK 6352 Fundamentals, 
 

5G RAN Transport Solutions, 
 

An Introduction to Trade Compliance, 
 

Transport – Microwave 
 

BSP Overview 
 

ENM Overview 
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VoLTE Introduction 
 

5G core concepts Introduction 
 

GSM System Survey 
 

VoLTE e2e Call Path Course 
 

5G Transport Overview 
 

Ericsson Cloud Systems 
 

Python: Data Science Fundamentals 
 

Ericsson Microwave Products Overview 
 

Microwave Transmission Technology Overview 
 

Automation 101 
 

Optical Transport Technology Overview 
 

Transport Evolution 
 

Data Science Statistics: Using Python to Compute & Visualize Statistics 
 

Ericsson Mobile Backhaul Microwave Reference Solution Fundamentals 
 

BMAS Data Science Fundamentals 
 

BMAS Automation For ALL 
 

BMAS Change Management Basics 
 

BMAS 5G Basics  

 

 

 

MSDP (Managed Service Delivery Platform) 
 
 

 

MSDP is Managed Service Delivery Platform. It provides unified service access, management, and 

operation development support platform. It is multi-tenant, multi-vendor and multi- technology. It handles 

more than 100MS contracts in over 50 countries. Handles more than 3.5 Billion alarms per year with more 

than 21.3 million tickets per year and over 14 million work orders per year. 

 

 

MSDP is utilized at whatever point an organization has been contracted to deal with a client's system. 

MSDP devices serve start to finish the executives of systems in multi-client, multi-nation situations 

empowering proficient alert checking, investigating, shortcoming rebuilding and so on. 
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This had many infusion areas comprising unalike tools. Some of the tool are:  

 

 

Work Force Management(WFM) 
 
 

 

The work force management (WFM) system is a system for the field operations which provides scheduling 

functionality in order to improve the efficiency of the field force. In the WFM 

 

system work orders are used to hold information regarding the requested services as well as to keep track 

of the progress of work being done for the same in orders to meet the service requirements. For field 

technicians with proper access rights it is possible to view and maintain the work orders through a WAP 

interface. It performs the following tasks: 

 

• Manages workforce 
 

• Efficient planning and control of resources 
 

The WFM environment can be implemented as Stand Alone or by integration with oneTM. 
 
 
 
 
 

 

OneFM 
 
 

 

One FM (MSDP Fault Manager) is a brought together framework which supports Fault Management 

procedures or Event Management forms.  

 

OneFM inside the MSDP apparatuses is going about as a framework, to which all Element Managers of 

different kinds and merchants (or Network Elements straightforwardly) send their cautions and occasions. 

It gives a typical stage to MSDP NOC clients to enhance assets and administrations and take essential 

activities proactively. One FM tracks alert/occasion data in a superior, in-memory database, and presents 

data important to explicit clients through channels and perspectives that can be arranged independently. 

One FM has computerization works that can perform keen handling on oversaw data. 

 

There are three access levels in One FM: 
 

• RO (Read Only): Can only monitor alarms 
 

• Read Write- Can monitor and access the alarms 
 

• Local Admin(LDA) 
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OneTM 
 
 

 

The Trouble & Change Management tool used within MSDP is called ONE-TM. It handles 

TroubleTickets,WorkOrdersandChangeRequestsinanintegratedNMSsolution.Reportson some KPIs are also 

included. The access is obtained through Citrix clients. 

 
 
 

 

OneTM is often used together with a Fault Management system. Tickets can be created based on input 

from the Fault Management system as well as other sources such as phone calls and emails from end-

users. 

 

OneTM can create work orders to be used by Workforce Management (WFM). 
 

OneTM helps with the following tasks: 
 

• Supports Incident management 
 

• Supports Problem management 
 

• Helps operation centers 
 

The following mandatory trainings were done in order to get access to MSDP and various tools of 
 

MSDP: 
 

 

Table 3.3 List of MSDP Trainings  
 

 

MSDP (Managed Service Delivery Platform) Ways of Working 
 

MSDP WFM Introduction 
 

MSDP One FM Introduction 
 

MSDP One TM Introduction  
 
 
 

 

After completing the trainings, a handful of assessments related to MSDP have to be passed, on 

completion of which one would be eligible to raise a request to get access to MSDP and its tools. 

 

After getting the MSDP Access, details about the team inventory were given, which gives the knowledge 

about the different nodes that each team is dealing with. 
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Various Node Types that the team is working was given,along with the functions of each of them, 

accompanied by the variance among the different nodes so that one is well aware of the functionality of 

each of the nodes. Along with the Node Types, the node circles were also given which the team is dealing 

with in conjunction with the Node Hub. 

 
 

 

OneTM- Working with Trouble Tickets 
 

 

Trouble tickets(TT) 
 
 

 

Trouble Ticket or TT for short is a record of an event that is not part of the standard operation, causing an 

interruption or quality reduction of the service. An example of this is when mobile calls can’t be 

completed in a certain area. A Trouble Ticket describes a network incident that needs to be addressed 

immediately. If it is created for the purpose of configuration or resolution in an existing environment, it is 

called Service Request. 

 
 
 

 

Trouble Tickets can be created in OneTM, on the trouble ticket pane, by filling mandatory fields in the 

TT form. Here, the user can describe the issue, define it’s priority, type, and sub category and specify who 

the ticket is assigned to. 

 

The life cycle of a Trouble Ticket is defined by restricted state transitions. The Trouble Ticket goes 

through different states from New, until finally it is Cleared and Closed. 

 

OneTM Access 
 

An oneTM access request had to be made through Citrix clients, after which the access request was 

approved. The Trouble and Change Management instrument utilized inside MSDP is called ONE-

TM. It handles Trouble Tickets, Work Orders in an incorporated NMS arrangement. Reports on 

some KPIs are likewise included. The entrance is acquired through Citrix customers.  

 

OneTM is regularly utilized along with a Fault Management framework. Tickets can be made 

dependent on contribution from the Fault Management framework just as different sources, for 

example, phonecalls and messages from end-clients. OneTM can make work requests to be utilized 

by Workforce Management(WFM). 

 

An overview of the tool was given and the application page was made familiarized. Explanation on 

how to launch OneTM and its navigation was given. The MSDP Trouble Problem or OneTM is a  

part of MSDP Tools Solution. This application is used in all Ericsson Operation Centers in their  
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daily support for the customer networks, and give them complete control over their process of 

handling the trouble. A person using OneTM is called a user. Each user has a login name, a 

password and specified access rights. 

 

The access rights decide what the user is allowed to do in the system. There are two basic level s 

of access for internal users, Read and Read-Write. With Read access, the users can search and view 

tickets that are handled in the user’s organization. With Read-Write access, the users can also 

create and modify tickets of all kinds. 

 
 

 

Integrations 
 
 

 

The most important tools from OneTM perspective are OneFM, NIM, WFM. The TM Solution provides an 

interface that any fault manager such as OneFM can connect to. The interface supports the ability to create 

Trouble Tickets from alarms. Information about the alarm is transferred to the TM solution. The 

integration with NIM provides the trouble ticket system with information about the sites. The data are 

retrieved from the network inventory system and stored in the trouble management system. WFM serves as 

the system for field operations. With the integration the scheduling functionality becomes available, which 

improves the efficiency of the field force. 
 
 
 
 
 

Case Flow 
 
 

 

A problem occurs in the customer’s network and an alarm is raised in the customer’s Fault Management 

System. The alarm is forwarded to MSDP OneFM. MSDP alarm correlation and filters are applied. The 

alarm is enriched with site information received from the NIM database. A Trouble Ticket is created in 

MSDP OneTM based on the alarm with the proper severity. The Trouble Ticket is enriched with more 

detailed site and network element information received from the NIM database. Alarms from OneFM and 

tickets from OneTM will be used in the reports created in the MSDP reporting tool. Then the ticket is 

assigned to NOC users and the corrective actions are performed. If needed, field force is contacted. In this 

case, a Work Order is created and forwarded to the WFM system, based on which field force is sent to the 

site. 

 

 

The field engineer accepts the work order and fixes the problem. The front office or the back office asks 

the creator, who is the owner or the end user, for verification and closes the trouble ticket. The problem is 

thus solved. 
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Searching Filters 
 

 

The most common way to search tickets is to use the search filters. There are several different filters 

available, which will ease the search for tickets that are assigned. 

 

From the Show Trouble Ticket dropdown list, we have to select a filter as required. In the trouble tickets 

field, the list of matching tickets appears. This page shows the most important ticket data. 

 

After choosing the search filter, the tickets are listed. The number of tickets that have been assigned can 

be viewed that need to be handled by the team. The ticket number, title, description, and the type and sub 

category of the case are displayed. 

 

The next area provides the priority level and the actual state of the reported case along with the 

customer name and the related site details. 

 

  

Severity Levels 
 
 

 

Following are the different severity levels when it comes to the Trouble Tickets 
 

• Critical 
 

• Major 
 

• Minor 
 

• Supplementary1 
 

• Supplementary2 
 

• Supplementary3 
 

Supplementary 1 is non service affecting, but if redundancy gets down, then it will become Critical. 

Supplementary 2 is non service affecting, but if redundancy gets down, then it will become Major. 

Supplementary 3 is non service affecting, but if redundancy gets down, then it will become Minor. 
 

The trouble ticket with Critical severity has to be prioritized first and so on. 
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The Service Level Agreement(SLA) time for the different severity levels are: 
 

• Critical- 2hours 
 

• Major- 3hours 
 

• Minor- 8 hours 
 

• Supplementary 1- 24hours 
 

• Supplementary 2- 48hours 
 

• Supplementary 3- 72hours 
 
 

 
 

Roles 
 

Depending on the user’s role in the organization, different roles are available. The most common roles are 

the Operator, the CR Approver, the NOC Administrator, the Application Administrator, and the service 

desk administrator. 

 
 
 

 

TT Life Cycle 
 
 

 

During the handling process, you can modify the state of Trouble Tickets by choosing one from a limited 

set of possible transitions. New is the primary state of TT when the operator fills the required data. When 

all the mandatory fields are filled, and the TT is saved, it moves automatically to the Queued state. Now 

the ticket is assigned to a specific group and it is in the queue of that group to work on it. The state of the 

ticket changes to Open, when the assigned engineer accepts it and starts to work on it. If the engineer 

rejects the ticket, it moves to the Closed state. The engineer has the right to put an Open ticket in Deferred 

state if further input is needed from the end user. A deferred ticket can be reopened if the operational work 

is possible again, or it can be closed if new information comes from the customer about the issue being 

solved. The state of the ticket changes from Open to Cleared, when the work is finished and resolution is 

provided. A cleared ticket can still be reopened if the customer claims the issue still occurs. The state 

change so Closed when the work is completely finished. In this state, no further updates are allowed. 

 
 
 
 

Accepting TTs 
 
 

 

Before handling the Trouble ticket, first it must be accepted. Open it by double clicking on the chosen 

entry on the Trouble Tickets pane of Resolution Start page. To accept the ticket, select Yes from the 

Accepted selection list. The ticket will open in Edit Mode. 
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Rejecting TTs 
 
 

 

To reject a TT, select No from the Accepted selection list. We also need to explain the reason for our 

rejection. A notification will be sent to the Customer, who can read the cause of rejection in the Work Log. 

 
 
 

 

Adding Worklog 
 

The work log is one of the most important in formational fields in the Trouble Ticket. The Work Log 

shows which steps have been already done to solve the problem, when they were done, and by whom. 

Once the Work Log entry is created and is displayed in the Work log table of the Trouble Ticket, the 

entries can be sorted in Ascending or Descending order. 

 
 
 
 
 
 
 

 

ZLD (Zero Level Document) 
 

ZLD stands for Zero Level Document. All these alarm entries are sent to the Front office in a consolidated 

form along with the change history which shows changes done in alarm for assignee or delay in the past. 

Some of them are worked upon by NOC users (TT) and some by field (Work Order) , which are done as 

stated by the ZLD. 

 
 
 

 

Change History 
 

All the changes made to the alarms are added in the Change History in the XLS standard format. For 

example some alarm has to be changed to be done by field or if it has to be done by the NOC, or if we 

have to increase the delay of the alarms. All of these change entries will be made in the Change History. 

 
 
 
 

Approval Process 
 

Once the changes are done in ZLD, it requires two level approval post that the FO accept sit for 

changes. 
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ZLD Mastersheet 
 

The ZLD Master sheet consists of the alarms and the alarm assignees (the one in charge to fix the alarm). 

 

The assignees are usually the following teams 
 

• The BackOffice 
 

• L1 FM RAN 
 

• Circle NPO (RF Team) 
 

• Circle FM 
 

• Transmission team 

 
 

Alarm Delay 
 
 

 

It also consists of a column related to the alarm delays, which is decided by us. For example, if we have a 

Synchronization alarm, we need to put a delay of about 60 mins for it to auto retune. This is done so that 

only we only receive the genuine cases after getting filtered. 

 
 
 

 

Alarm Consolidation 
 
 

 

In this, we get a single TT in case of repetitive TTs (it gets consolidated).We also need to assign a time 

frame for this. For example, if we get 10 alarms in 30 mins, we consolidate it in to one. 

 
 
 

 

Auto Clear 
 
 

 

If we want the TTs to remain even after the alarms are cancelled from the nodes because we need to update 

the reason, we apply Auto Clear. We apply a time frame for the same. For example, we apply a time frame 

of 30 mins, so even after the alarm has been cancelled from the nodes, the TT will be closed after 30mins 

,so that we can update there as on within that time frame. 
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Correlation 
 

 

If we have two alarms, A and B and Alarm B is dependent on Alarm A. Alarm B occurs only 

aftertheoccurrenceofAlarmA.Sointhiscase,wecombineboththealarmsAandBintoone. This can be of two 

types- Parent-Child Correlation and Parent-Parent Correlation. We only generate the Parent in the case of 

Parent-Child correlation. And in the case of Parent-Parent correlation, we will only generate any one of the 

Parents. 

 
 
 

 

 

 

Mate team 

 
 

This is the automation team which handles the Smart Alarms. It performs Smart Alarm filtering for alarm 

monitoring purposes. Supposedly, we get an alarm in our node, weak the mateteam to perform correlation 

for 5 alarms(say) because it can’t be performed in the Alarm Monitoring window. 

 

Even the Severity of the alarms is found in the Zero Level Document (ZLD). It also consists 
 

of a Critical Chat option, for instant reaction to the issue, in case a person misses out a TT by mistake. 

 
 
 
 
 
 

Grouping TTs 
 

If several TTs are related to similar problems, they can be grouped together. There are three different ways 

to group Trouble Tickets. 

 
 
 

 

Parent-Child Correlation 
 
 

 

Parent-Child relation is established when the same fault is reported several times by different users or 

customers. Suppose, there are four different users complaining about the same fault in a site. 

 

In this scenario, an operator creates a single parent ticket and correlates all four problem tickets to it as 

child tickets. This way, the work is done on a single ticket, instead of multiple TTs addressing 

the same problem. We can relate up to fifty Child tickets to the Parent TT. 

 

 

 31 

 



 

When Parent-Child relation is established, the operator cannot change the state of the child ticket. The  

state of the Child ticket is automatically updated when the operator modifies the state of the Parent ticket. 

 

The establishment of the Parent Child relation is restricted according to the state of tickets. A ticket can 

be seen as a Parent only if it is in the Queued, Open or Deferred state. A cleared or closed ticket cannot be 

set as a Parent. The Mark as Parent button is disabled in these states. 

 

If an existing Parent ticket moves into Cleared or Closed state , it cannot be attached to other TTs any 

longer. These Parent tickets don’t show up in the ticket relation dialog window when the Relate to Parent 

button is clicked. A ticket in Cleared or Closed state cannot be marked as Child either. The relate to parent 

button is also disabled. 

 
 
 
 
 

 

Primary Secondary relation 
 
 

 

Primary Secondary relation is established for interdependent tickets, when there solution of one ticket is 

dependent on the other. Suppose, there is an alarm in a mobile tower for device 1 and after investigation, it 

is found that there is also an issue in device 2. To resolve the issue with device1, the issue related to device 

2 has to be resolved first. So, the TT for device 2 can be set as Primary Ticket, which needs to be resolved 

first, and the TT for Device 1 is related to it as Secondary Ticket. 

 

An operator, who has the ‘Primary-Secondary relation access’ rights can establish Primary-Secondary 

relation of Trouble Tickets. In this kind of relationship, users are able to work individually on the primary 

and secondary trouble tickets. However, a primary TT cannot be closed before all related secondary tickets 

are in closed state. 

  

Duplicate Records correlation 
 
 

 

Duplicate Records correlation is established to enable the correlation of similar tickets. It is based on a 

field configuration set for the customer. The Duplicate Records correlation enables the search for similar 

records under the Duplicate Records tab. Click on the Show/Refresh button to display the non child 

records as per the field search criteria configured for that Customer. To relate the ticket to a parent record, 

select one of the non child records and click on the relate to parent button. Once this relation is made, the 

current ticket will be marked as “Child” and the original ticket will be marked as “Parent”. 
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Access Management 
 
 

 

Access control issues troubles many organizations, as it not only increases risk with cases of phishing, but 

also with regards to insider threats, or simple mistakes by users with high level access. Many organizations 

have loose access controls. The majority of all security breaches originate from insiders and trusted 

partners. Threats disrupt service, cause customer churn, loss and fraud. Some common threats that a 

company can face is by: 

 

• Employee mistake 
 

• Spear phishing 
 

• Weak password 
 

• Vendor access 
 

• Shared privileged accounts 
 

The Struggle to Keep Pace with Cyber Security Threats is due to Technology Disruptions, Fraud 

Compliance, Organizational complexity, Users, Networks, Access Methods, & Rights. Service Providers 

face new & unprecedented challenges. 

 
 
 

 

Govt Regulations, insider threat, vendor access, Unrestricted access to nodes, Shared Privileged accounts, 

Operational efficiency. 

 

Security and operational issues with existing localized access controls are due to different access 

methods, Different log in credentials, Different security policies (e.g. password complexity),  

No regular password rotation in place, Poor control of users’ privileges, Lack of full monitoring of user’s 

actions, Lack of compliance with regulatory requirements etc. 

 
 

 

Beyond Trust 
 
 

 

Beyond Trust is an American company that develops, markets, and supports a family of privileged identity 

management (PAM), privileged remote access, and vulnerability management products for UNIX, Linux, 

Windows and Mac OS operating systems. 

 

It is a Network-wide attribute and role-based identity and access policy management. It is a best in class 

Single Sign On and Privileged Identity Management solution that enables Telecommunications Service  
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Providers and to Protect, Secure and Audit critical telecommunications network and IT infrastructure 

 

 

 

It has the following applications 
 

• Role and attribute based access controls 
 

• Single Sign On for GUI and other applications 
 

• Separation of users from device credentials 
 

Logging and reporting Take control of privileged credentials 
 

• Take control of user access 
 

• Centralized and uniform security policy enforcement 
 

• Support Complex Telco and IT environments 
 

It implements role based access control for the whole network, it also systematizes and decentralizes the 

access request and approvals to resource owners, along with assuring alignment of people, processes & 

policies. 

 

Beyond Trust is non-intrusive to users. The soft ware helps power some of the most efficient 

organizations on the planet. Centralized reporting and management, integrations with the existing systems, 

and automated privilege management enable security that's virtually invisible to users. 

 
 
 
 
 
 
HEALTH AND SAFETY OF RADIO FREQUENCY 

 

WHAT ARE "RADIOFREQUENCY" AND MICROWAVE RADIATION? 

Electromagnetic radiation comprises of influxes of electric and attractive vitality in motion simultaneously (i.e., 

emanating) through space at the speed of light. Get hold of simultaneously, all types of electromagnetic vitality is 

alluded to as the electromagnetic "range". Wireless waves and microwaves discharged by communicating recieving 

wires is one type of electromagnetic vitality. Their are all things considered alluded to as "wireless frequency" lest 

"RF" vitality or radiation. Note that the expression "radiation" doesn't signify "radioactive." Often, the expressions 

"electromagnetic field" lest "radiofrequency field" are utilized, demonstrate the nearness of electromagnetic lest RF 

vitality. The RF signal exuding a reception apparatus created by development of electrical demands in the recieving 

wire. Electromagnetic signals can be portrayed by a frequency and a recurrence. The frequency is the separation 

secured by one absolute pattern of the electromagnetic signal, while the recurrence is the quantity of  
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electromagnetic signals advancing a stated end in one second. The recurrence of a RF signal is generally 

communicated regarding a unit is known as "hertz". One Hz rises to single cycle for each second. One megahertz 

MHz rises to single million rounds for each time.  

Various types of electromagnetic vitality are classified by the frequencies. The RF some portion of the 

electromagnetic range is commonly characterized as the piece of that range were electromagnetic signals have 

recurrences in the scope of around 3 kilohertz (3 kHz) to 300 gigahertz (300 GHz). Microwaves are a particular 

classification of wireless signals that can be inexactly characterized as wireless frequency vitality at frequencies 

expand from approx. 1 GHz to 30 GHz.  

 

WHAT IS NON-IONIZING RADIATION? 

"Ionization" is a procedure in which electrons are taken amid particles together with atoms. The procedure could 

deliver atomic changes which could prompt harm in natural material, remembering impacts for DNA, the hereditary 

matter of living life forms. This procedure need connection with significant amount of electromagnetic vitality. The 

sorts of electromagnetic radiation with ample vitality to ionize natural matter incorporate X-radiation and gamma 

radiation. Along these lines, X-beams and gamma beams are examples of ionizing radiation.  

The vitality amounts related with RF together with  microwave radiation, then again, is never extraordinary 

sufficient to origin the ionization of iotas together with particles, together with RF vitality,  is known as of non-

ionizing radiation. Different sorts of non-ionizing radiation incorporate obvious and infrared light. Frequently the 

expression "radiation" is utilized, conversationally, to infer that ionizing radiation (radioactivity, for example, that 

related with atomic force plants, is available. Ionizing radiation ought not be mistaken for the bottom-vitality, non-

ionizing radiation concerning conceivable organic impacts, since the components of activity are very extraordinary. 

HOW IS RADIOFREQUENCY ENERGY USED? 

Almost all significant work for RF vitality giving broadcast communications administrations. Radio and TV 

broadcasting, cell phones, individual interchanges administrations (PCS), pagers, wireless phones, business 

transmission, transmission  correspondences for police and local groups of fire-fighters, novice transmission, 

microwave highlight point connections and satellite correspondences only couple of their numerous media 

communications utilizations of RF vitality. Microwaves are a case of a non-media transmission utilization of RF 

vitality. Wireless frequency radiation, particularly at microwave recurrencies, can move vitality particles. 

Significant amounts of microwave vitality will create warmth in water-rich matters, for example, nearly all 

nourishments. The effective ingestion of microwave vitality by means of water atoms brings about fast warming all 

through an article, consequently permitting food to be prepared nearly all rapidly in a microwave than in a 

traditional broiler. More significant non-media transmission employments RF vitality incorporate radar together 

with mechanical warming together with fixing . 



35 

Radars are a significant instrument utilized in numerous approach go from hold up speed requirement  airport 

regulation together with military observation. Modern radiators and sealers create serious degrees of RF radiation 

that quickly warms the material being handled similarly a microwave prepares food. The gadgets had numerous 

utilizations in company, as well as forming plastic matters, sticking wooden items, fixing things, for example, shoes 

and wallets, and handling food items. There are likewise various clinical uses of RF vitality, for example, diathermy 

and attractive reverberation imaging (MRI). 

 

Figure 4.6 : Radiation Spectrum 
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CHAPTER 5 
 
 
 
 
 

Conclusion 
 
 
 
 
 
 

 

Information in the accompanying errands in the RAN space were gained after the Induction meeting, Web 

Based Trainings and On Job Trainings: 
 
 

 

• Second level assistance issue reclamation. 
 

• To deal with and break down Trouble Tickets and prescribe convenient activities and answers for 

Trouble Tickets with direction, when important. 
 

• To deal with and execute the Change Request in a specified time allotment. 
 

• Acceptance testing of hubs. This is done to the new hubs which are to be checked and tried appropriately 

before setting up. 
 

• Emergency Handling (It is viewed as a crisis at whatever point an issue impacts over 30% of the 

administration). 
 

• InterfacewithotherorganizationalentitiessuchasFO,FM,OSS,CSCore&PSCore, 
 

Transmission group. (Working together with different groups dealing with different spaces) 
 

Capacity to perform under time limitations relying on the business necessities. 
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CHAPTER 6 
 
 
 
 
 

Future Prospects 
 
 
 
 

 

Cloud radio access arrange (C-RAN) has been considered as one of the empowering system 

architecturestowardstheimplementationoffifthgeneration(5G)wirelesssystems.Combining propelled radio, 

remote and figuring strategies, C-RAN gives extraordinary potential to improve the system limit, range 

productivity, vitality proficiency and operational adaptability. 

 
 
 

 

Framework dis-assortment is progressed by organizations, for instance, Open-RAN (O-RAN). This 

enables versatility and makes new open entryways for contention, gives open interfaces and open source 

improvement, finally to encourage the sending of new features and development with scale. The O-RAN 

arrangement objective is to allow multi-dealer association with off-the rack gear for the explanations 

behind easier and speedier interoperability. Framework dis-absolute similarly allows portions of the 

framework to be virtualized, giving a way relative and improve customer experience as cutoff creates. The 

benefits of virtualizing parts of the RAN give an approach to be increasingly handy from a hardware and 

programming point of view especially for IoT applications where the amount of devices is in the millions. 

 
 
 
 

This procedure of virtualizing the baseband in the radio access arrange (RAN) is a piece of a more 

extensive pattern in the remote and more extensive telecom industry in which administrators are 

progressively hoping to move away from costly, committed equipment from conventional providers and 

toward universally useful registering hardware running programming. This outcomes in less expensive 

hardware that can be changed or overhauled all the more rapidly through programming. 
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